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Abstract

In this paper, we start the investigation of distributed computing by mobile agents in dangerous
dynamic networks. The danger is posed by the presence in the network of a black hole (Bh), a harmful
site that destroys all incoming agents without leaving any trace. The problem of determining the
location of the black hole in a network, known as black hole search (Bhs), has been extensively
studied in the literature, but always and only assuming that the network is static. At the same time,
the existing results on mobile agents computing in dynamic networks never consider the presence
of harmful sites. In this paper we start filling this research gap by studying black hole search in
temporal rings, specifically focusing on 1-interval connectivity adversarial dynamics.

The main complexity parameter of Bhs is the number of agents (called size) needed to solve the
problem; other parameters are the number of moves (called cost) performed by the agents, and the
time until termination.

Feasibility and complexity depend on many factors; the size n of the ring, whether or not n is
known, and the type of inter-agent communication (whiteboards, tokens, face-to-face, visual). In
this paper, we provide a complete feasibility characterization presenting size optimal algorithms.
Furthermore, we establish lower bounds on the cost and time of size-optimal solutions and show that
our algorithms achieve those bounds.

keywords: Mobile agents, black hole search, dynamic ring.

1 Introduction

1.1 Background

When computing in networked environments, mobile agents are used both as a theoretical computational
paradigm and as a system-supported programming platform. These distributed mobile computing en-
vironments are subject to several security threats, including those posed by host attacks; that is, the
presence in a site of processes that harm incoming agents. A particularly dangerous host, called black
hole (Bh), is a network site hosting a stationary process that disposes of visiting agents upon their
arrival, leaving no observable trace of such a destruction. Notice that the existence of a black hole is not
uncommon in networked systems supporting code mobility; for example, both the presence of a virus
that trashes any incoming message (e.g., by classifying it as spam) and the undetectable crash failure of
a site render that site a black hole. Clearly, in presence of such a harmful host, the first step must be to
determine its location. Black Hole Search (Bhs) is the distributed problem of determining the location
of the black hole by a team of system agents. The problem, also called dangerous graph exploration, is
solved if, within finite time, at least one agent survives knowing the location of the black hole [22].

The task to identify the Bh is clearly dangerous for the searching agents and might be impossible to
perform. The research concern has been to determine under what conditions a team of mobile agents
can successfully accomplish this task. Bhs has been extensively investigated in a variety of settings,
depending on the types of communication mechanisms employed by the agents, their level of synchronic-
ity, the topology of the network, etc., and under a variety of assumptions on the agents’ knowledge and
capabilities (e.g., [10–12, 21, 22, 27, 37, 38]; for a recent survey, see [44]). All these investigations share a
common trait: the dangerous network on which the agents operate is static i.e., the link structure does
not change in time.

Recently, research within distributed computing has started to focus on mobile-agent computing
in time-varying graphs (a.k.a., highly dynamic graphs), i.e., graphs where the topological changes are
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not limited to sporadic and disruptive events (such as process failures, links congestion, etc), but are
rather inherent in the nature of the network (e.g., see [9]). A large body of literature exists on time-
varying graphs as they model a wide range of modern networked systems whose dynamic nature is the
natural product of innovations in communication technology (e.g., wireless networks), in software layer
(e.g., a controller in a software defined network), and in society (e.g., the pervasive nature of smart
mobile devices). The vast majority of the research on dynamic networks has considered time-varying
graphs with discrete temporal dynamics; that is, the network is seen as an infinite sequence of static
graphs with the same vertex set, and it is usually called evolving or temporal graph. The study of mobile
agents in temporal graphs includes both centralized and distributed investigations (e.g., [1,25,34,35,45]).
Notice that, in such temporal graphs, the distributed computation is by definition synchronous; extensive
investigations have been carried out under specific assumptions on the discrete temporal dynamics,
including the minimal assumption of temporal connectivity (e.g., [5, 8, 32]), the popular assumption of
1-interval connectivity (and its generalization of T-interval connectivity) (e.g., [2,3,17,19,33,39,40,46]),
and periodicity (e.g., [1, 8, 26, 30, 36]). While the study of mobile agents on static networks is really
mature, and generated a copious literature (e.g., see [31] and chapters therein), the research on mobile
agents in temporal graphs is still in its infancy, especially from a purely distributed perspective. Its
focus has been on classical problems, such as graph exploration [6,18,32], gathering [7,19], scattering [3],
and grouping [14] under a variety of settings, depending on the types of communication mechanisms
employed by the agents, the topology of the network, etc., and under a variety of assumptions on the
agents’ knowledge and capabilities (for a recent detailed survey see [16]). In spite of the different settings,
these investigations share a common trait: they assume that the dynamic network on which the agents
operate is safe; i.e., there is no Bh.

Summarizing, practically nothing is known on distributed computing by mobile agents in dangerous
dynamic networks. In this paper, we start filling this research gap.

1.2 Problem

In this paper, we study Bhs in a temporal ring under the 1-interval connectivity adversarial dynamics
by a team of colocated agents. In other words, the network is a synchronous ring where one of the nodes
is a Bh and, at any time unit, one edge (chosen by an adversary) is possibly missing. The problem to be
solved is to identify the location of the Bh. The problem is solved by a team of mobile agents, executing
the same protocol and initially deployed at a safe node of the network, if within finite time at least one
agent survives and unambiguosly knows the location of the Bh.

The main research questions is to determine the minimum number of agents needed to solve Bhs;
this parameter is called team size or simply size. Another important complexity measures is the number
of moves, called cost, performed by the agents; in synchronous systems, such as temporal rings, an
additional complexity measure is the amount of time until termination occurs.

Feasibility and complexity depend on many parameters; on the size n of the ring, on whether or not
n is known, and whether the agents have distinct ids or are anonymous. A factor that is particularly
important is the mechanism provided to the agents to communicate and interact. In the literature
on distributed computing by mobile agents different models of interaction and communication with
different capabilities have been considered. Listed in decreasing computational power, these models are:
Whiteboard, whereas each node provides all visiting nodes with a shared memory, called whiteboard,
that can be accessed, in fair mutual exclusion, to exchange information; Pebble (or Token), whereas each
agent has available a pebble that can be carried and, when at a node, can be placed there or taken
from there, the last two operations performed in fair mutual exclusion; FaceToFace (F2F), where the
agents can exchange information only when they are in the same node at the same time; and Vision,
where an agent can only sense the other agents in the same node at the same time but cannot explicitly
communicate with them. These models can be conveniently grouped into two classes: endogenous (or
internal), where the agents rely only on their own internal capabilities to communicate and can do so only
when present on the same node (F2F and Vision models); and exogenous (or external), where the agents
make use of external tools (pebbles and whiteboards) that allow them to leave traces or messages in the
nodes of the network. Not surprisingly, neither the solutions for exploration of safe synchronous rings nor
the ones for Bhs devised for static synchronous rings can be applied for the exploration of a dangerous
temporal ring. Furthermore, the existing trivial lower-bound for Bhs in static synchronous rings, that
more than one agent is needed, does not provide any insight into the complexity of the problem under
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Exogenous Endogenous
Anonymous IDs Anonymous IDs

Colocated Θ(n1.5) impossible Θ(n2)

Table 1: Map of the results.

investigation nor of the computational impact of the different parameters.
In other words, prior to this work, the feasibility and complexity of exploring a dangerous 1-interval

connected ring is an unexplored problem.

1.3 Contributions

In this paper, we investigate the black hole search problem in an oriented 1-interval connected rings of
size n by a team of k colocated agents. We consider the communication mechanism that they employ,
whether or not n is known, and whether or not the agents are anonymous. For each possible setting,
we provide a complete feasibility characterization. Furthermore, whenever the problem is solvable, we
establish tight bounds on cost and time of a size-optimal solution.

We start by showing that knowledge of n is necessary for teams of any size k and irrespectively of the
other parameters; and, that k < 3 agents cannot solve the problem even in the strongest possible model
(colocated agents, and nodes equipped with whiteboards). We show that any optimal-size algorithm that
uses endogenous communication requires Ω(n2) cost and time even in the strongest of the endogenous
mechanisms, FaceToFace; and we constructively prove that this bound is tight by designing a solution
for the weakest of the endogenous models, Vision, that has a move and time complexity of Θ(n2). With
the more powerful exogenous mechanisms, we show a tight bound of Θ(n1.5): the lower bound holding
for the strongest Whiteboard model, the matching upper bound for the weakest one, Pebble.

A summary of the results is shown in Table 1.

1.4 Related Work

The existing literature related to our research can be divided between that considering Bhs in static
networks and that investigating distributed computing by mobile agents in safe dynamic graphs.

Agents in dangerous static graphs. The black hole search problem has been introduced by Dobrev
et al. in their seminal paper [21]. A panoply of papers followed [4, 15, 28, 42, 47] solving the problem in
different classes of graphs (trees [13], rings and tori [10, 23, 43], and in graphs of arbitrary and possibly
unknow topology [12,20,21]), under several assumptions (see the recent survey [44]).

The most relevant papers for our work are the ones investigating the Bhs in static ring networks.
In the asynchronous setting, optimal size and cost bounds have been established, solving the problem
with two colocated agents and Θ(n log n) moves, in the whiteboard model [22], and subsequently in the
pebble model [27]. In [11], it has been shown that two scattered agents with pebbles are sufficient to find
a black hole on oriented rings with O(n log n) moves [24] and with O(n2) in unoriented rings in [23]. In
the synchronous setting, on the other hand, it is well known that two colocated non-anonymous agents
with FaceToFace communication can solve the problem in arbitrary known graphs (and therefore on the
ring) [12]. Finally, Bhs by scattered agents with constant memory has been studied in [11]: in unoriented
rings 3 agents are necessary and sufficient when equipped with movable tokens, while more agents are
needed when tokens are not movable. All papers on black hole search assume a static topology; the
only exception is the study of carrier graphs, a particular class of periodic graphs defined by circular
intersecting routes of public carriers, where the stops are the nodes of the graph and the agents can
board and disembark from a carrier at any stop [29].

Agents in safe dynamic graphs. The study of mobile agents in temporal graphs is rather recent
and includes both centralized and distributed investigations (e.g., [1, 25, 34, 35, 45]). From a distributed
perspective, the research has so-far considered three types of temporal dynamics: periodic [30], temporal
connectivity [5, 6, 32], and 1-interval connectivity [3, 14, 18, 19, 32]; for a recent detailed survey see [16].
Several of these works considered ring networks.
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Specifically, in 1-interval connected rings: the gathering problem has been investigated in [19]; The
exploration problem by a set of anonymous agents has been studied in [18] under several assumptions
(handedness agreement, synchrony vs semi-synchrony, knowledge of n vs landmark, etc...); a recent
preprint [41] has closed some questions left-open by [18] regarding the terminating exploration by a team
of 3 agents. Always in 1-interval connected ring, recent papers investigated the problems of grouping [14]
and scattering [3]. Exploration of a temporally connected ring was examined in [5, 6].

2 Model and Preliminaries

2.1 The Model and the Problem

The system is modeled as a time-varying graph G = (V,E,T, ρ), where V is a set of nodes, E is a set of
edges, T is the temporal domain, and ρ : E × T → {0, 1}, called presence function, indicates whether a
given edge is available at a given time [9].

The graph G = (V,E) is called underlying graph (or footprint) of G. In this paper we consider discrete
time; that is, T = Z+. Since time is discrete, the dynamics of the system can be viewed as a sequence of
static graphs: G = G0, G1, . . . , Gr, . . ., where Gr = (Vr, Er) is the graph of the edges present at round r
(also called snapshot at time r). The time-varying graph in this case is called temporal graph (or evolving
graph). We use the term adversary to refer to the scheduler that decides the sequence of dynamic graphs.

A temporal graphs where connectivity is guaranteed at every round is called 1-interval connected;
that is, a temporal graph G is 1-interval connected (or always connected) if ∀Gi ∈ G, Gi is connected. In
this paper we focus on dynamic rings, defined as 1-interval connected temporal graphs whose footprint
is a ring. Let R = (v0, v1, . . . vn−1) be a dynamic oriented ring, i.e., where each node vi has two ports,
consistently labelled left and right connecting it to vi−1 and vi+1, respectively (all operations on the
indices are modulo n). In plain speaking, an interval connected ring is a ring where at each round at
most one edge is missing, please note that there is no fairness on edge removal and the same edge may
be removed forever.

A set A = {a0, a1, . . . , ak−1} of mobile agents operate in R. Agents are initially in the same node
(called home-base), we say that they are colocated. When the agents are identical (i.e., do not have
distinct identifiers), we say that they are anonymous. In case agents are not anonymous we assume
that their identities are visibile (e.g., if several agents are on the same node they can see who is who).
The agents can move from node to neighbouring node, have bounded storage (O(log n) bits of internal
memory suffice for our algorithms), have computing capabilities and obey the same set of rules (i.e.,
execute the same algorithm). The agents operate in synchronous rounds, and they are all activated in
each round. Upon activation, an agent on node v at round r takes a local snapshot of v that contains
the set Er(v) of edges incident on v at this round, and the set of agents present in v. The agent also
interacts with the other agents either explicitly or implicitly (the method of interaction depends on the
communication mechanism employed and will be discussed later). On the basis of the snapshot, the
local interaction, and the content of its local memory, an agent then decides what action to take. The
action consists of a communication step (defined below) and a move step. In the move step the agent
may decide to stay still or to move on an edge e = (v, v′) ∈ Er(v). In the latter case, the agent will reach
v′ in round r + 1.

The interaction among the agents is regulated by different communication mechanisms depending on
the model. We consider two classes of communication mechanisms (endogenous and exogenous) which
give rise to four models.
Endogenous Mechanisms rely only on the robots’ capabilities without requiring any external object.
Among those we distinguish:
- Vision: the agents have no explicit means of communication; they can only see each other when they
reside on the same node.
- FaceToFace (F2F): the agents can explicitly communicate among themselves only when they reside
on the same node.

Exogenous Mechanisms do require external objects for the robots to exchange information. Among
those we distinguish:
- Pebble: each agent is endowed with a single pebble that can be placed on or taken from a node. On
each node, the concurrent actions of placing or taking pebbles are done in fair mutual exclusion.
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-Whiteboard: each node contains a local shared memory, called whiteboard, of size O(log n) where agents
can write on and read from. Access to the whiteboard is done in adversarial but fair mutual exclusion.

Notice that the mutual exclusion nature of the Pebble and Whiteboard models allows anonymous
colocated agents to break the symmetry and assume different Ids.

The temporal graph G contains a black hole (Bh), a node that destroys any incoming agent without
leaving any detectable trace of that destruction. The goal of a black hole search algorithm A is to identify
the location of the black hole, that is:

Definition 1. (Bhs) Given a dynamic ring R, and an algorithm A for a set of agents we say that A
solves the Bhs if at least one agent survives and terminates. Each agent that terminates hast to know
the footprint of R with the indication of the location of the backhole.

The main measure of complexity is the number of agents, called size, used by the protocol. The other
important cost measures are the total number of moves performed by the agents, which we shall call
cost, and time it takes to complete the task.

In Figure 1 are shown (a) four rounds of an execution in a dangerous dynamic ring, and (b) the space
diagram representation that we will use in this paper. The agent is represented as the black quadrilateral
and it is moving clockwise; the Bh is the black node. At round r = 2 and r = 3 the agent is blocked by
the missing edge. In the diagram, the movement of the agent is represented as a solid line.

r = 1

<latexit sha1_base64="//D+zVlJ8UzSmfo9a7IMUGdWOAc=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0Y1QcOOyon1AG8pkeluHTh7M3Cgl5BPc6gf4Ne7EnfgzTmIWtnpWh3Pu5RyOF0mh0bY/rdLK6tr6RnmzsrW9s7tXre13dRgrDh0eylD1PaZBigA6KFBCP1LAfE9Cz5tdZX7vAZQWYXCH8whcn00DMRGcoZFu1aUzqtbthp2D/iVOQeqkQHtUs8rDcchjHwLkkmk9cOwI3YQpFFxCWhnGGiLGZ2wKA0MD5oN2k7xrSo9jzTCkESgqJM1F+P2RMF/rue+ZS5/hvV72MvE/bxDj5MJNRBDFCAHPglBIyIM0V8KMAHQsFCCyrDlQEVDOFEMEJSjj3IixWWUh0I8lChU+pouqCfe8UKZmO2d5qb+ke9pwmo2zm2a91SxWLJNDckROiEPOSYtckzbpEE6m5Ik8kxfr1Xqz3q2Pn9OSVfwckAVYX99O5KOw</latexit>

r = 0

<latexit sha1_base64="ySeTdHpafQT8CuD8u88B104dcNo=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0Y1QcOOyon1AG8pkeluHTh7M3Cgl5BPc6gf4Ne7EnfgzTmIWtnpWh3Pu5RyOF0mh0bY/rdLK6tr6RnmzsrW9s7tXre13dRgrDh0eylD1PaZBigA6KFBCP1LAfE9Cz5tdZX7vAZQWYXCH8whcn00DMRGcoZFu1aU9qtbthp2D/iVOQeqkQHtUs8rDcchjHwLkkmk9cOwI3YQpFFxCWhnGGiLGZ2wKA0MD5oN2k7xrSo9jzTCkESgqJM1F+P2RMF/rue+ZS5/hvV72MvE/bxDj5MJNRBDFCAHPglBIyIM0V8KMAHQsFCCyrDlQEVDOFEMEJSjj3IixWWUh0I8lChU+pouqCfe8UKZmO2d5qb+ke9pwmo2zm2a91SxWLJNDckROiEPOSYtckzbpEE6m5Ik8kxfr1Xqz3q2Pn9OSVfwckAVYX99NKaOv</latexit>

r = 2

<latexit sha1_base64="aWzON6H9QVIuwsocySfPPuvB7QI=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiSlohuh4MZlRfuANpTJ9LYOnUnCzI1SSj7BrX6AX+NO3Ik/YxKzsK1ndTjnXs7heKEUBm37yyqsrW9sbhW3Szu7e/sH5cphxwSR5tDmgQx0z2MGpPChjQIl9EINTHkSut70OvW7j6CNCPx7nIXgKjbxxVhwhol0p6/qw3LVrtkZ6CpxclIlOVrDilUcjAIeKfCRS2ZM37FDdOdMo+AS4tIgMhAyPmUT6CfUZwqMO8+6xvQ0MgwDGoKmQtJMhL8fc6aMmSkvuVQMH8yyl4r/ef0Ix5fuXPhhhODzNAiFhCzIcC2SEYCOhAZEljYHKnzKmWaIoAVlnCdilKyyEKgiiUIHT/GimoR7XiDjZDtnealV0qnXnEbt/LZRbTbyFYvkmJyQM+KQC9IkN6RF2oSTCXkmL+TVerPerQ/r8/e0YOU/R2QB1vcPUJ+jsQ==</latexit>

G0

<latexit sha1_base64="P9Ba+S6mgRzUiq+VEdTDcyj8FOY=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBhS4r2ge0oUymt3Xo5MHMjVJCPsGtfoBf407ciT/jJGZhq2d1OOdezuF4kRQabfvTKq2srq1vlDcrW9s7u3vV2n5Xh7Hi0OGhDFXfYxqkCKCDAiX0IwXM9yT0vNll5vceQGkRBnc4j8D12TQQE8EZGun2amSPqnW7Yeegf4lTkDop0B7VrPJwHPLYhwC5ZFoPHDtCN2EKBZeQVoaxhojxGZvCwNCA+aDdJO+a0uNYMwxpBIoKSXMRfn8kzNd67nvm0md4r5e9TPzPG8Q4uXATEUQxQsCzIBQS8iDNlTAjAB0LBYgsaw5UBJQzxRBBCco4N2JsVlkI9GOJQoWP6aJqwj0vlKnZzlle6i/pnjacZuPspllvNYsVy+SQHJET4pBz0iLXpE06hJMpeSLP5MV6td6sd+vj57RkFT8HZAHW1zc9YqOm</latexit>

G1

<latexit sha1_base64="uIkXCSlgVrnpRwIuqGZDDqLuLG4=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBhS4r2ge0oUymt3Xo5MHMjVJCPsGtfoBf407ciT/jJGZhq2d1OOdezuF4kRQabfvTKq2srq1vlDcrW9s7u3vV2n5Xh7Hi0OGhDFXfYxqkCKCDAiX0IwXM9yT0vNll5vceQGkRBnc4j8D12TQQE8EZGun2auSMqnW7Yeegf4lTkDop0B7VrPJwHPLYhwC5ZFoPHDtCN2EKBZeQVoaxhojxGZvCwNCA+aDdJO+a0uNYMwxpBIoKSXMRfn8kzNd67nvm0md4r5e9TPzPG8Q4uXATEUQxQsCzIBQS8iDNlTAjAB0LBYgsaw5UBJQzxRBBCco4N2JsVlkI9GOJQoWP6aJqwj0vlKnZzlle6i/pnjacZuPspllvNYsVy+SQHJET4pBz0iLXpE06hJMpeSLP5MV6td6sd+vj57RkFT8HZAHW1zc/HaOn</latexit>

G2

<latexit sha1_base64="gXwpccbVnsGysKJDWOKJttbjUsc=">AAACIXicbVDJTgJBFOzGDXEDPXrpSEw8kRmC0SOJBz1ilCWBCelpHtihZ0n3Gw2ZzCd41Q/wa7wZb8afcRjnIGCdKlXvpSrlhkoatKwvWlhb39jcKm6Xdnb39g/KlcOOCSItoC0CFeieyw0o6UMbJSrohRq45yroutOrud99BG1k4N/jLATH4xNfjqXgmEp318P6sFy1alYGtkrsnFRJjtawQouDUSAiD3wUihvTt60QnZhrlEJBUhpEBkIupnwC/ZT63APjxFnXhJ1GhmPAQtBMKpaJ8Pcj5p4xM89NLz2OD2bZm4v/ef0Ix5dOLP0wQvDFPAilgizICC3TEYCNpAZEPm8OTPpMcM0RQUvGhUjFKF1lIdCLFEodPCWLahruuoFK0u3s5aVWSadesxu189tGtdnIVyySY3JCzohNLkiT3JAWaRNBJuSZvJBX+kbf6Qf9/D0t0PzniCyAfv8AQNijqA==</latexit>

G3

<latexit sha1_base64="ik0+it21WRL/YBOUWD79i+PSX+8=">AAACIXicbVDLTsJAFJ3iC/EFunQzkZi4Iq1idEniQpcY5ZFAQ6bDBSfMtM3MrYY0fIJb/QC/xp1xZ/wZ29qFgGd1cs69OSfHC6UwaNtfVmFldW19o7hZ2tre2d0rV/bbJog0hxYPZKC7HjMghQ8tFCihG2pgypPQ8SZXqd95BG1E4N/jNARXsbEvRoIzTKS768HZoFy1a3YGukycnFRJjuagYhX7w4BHCnzkkhnTc+wQ3ZhpFFzCrNSPDISMT9gYegn1mQLjxlnXGT2ODMOAhqCpkDQT4e9HzJQxU+Ull4rhg1n0UvE/rxfh6NKNhR9GCD5Pg1BIyIIM1yIZAehQaEBkaXOgwqecaYYIWlDGeSJGySpzgSqSKHTwNJtXk3DPC+Qs2c5ZXGqZtE9rTr12fluvNur5ikVySI7ICXHIBWmQG9IkLcLJmDyTF/JqvVnv1of1+XtasPKfAzIH6/sHQpOjqQ==</latexit>

r = 3

<latexit sha1_base64="/t24mKOsRoCcbyw13o/IpE4OtUs=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRa0Y1QcOOyon1AG8pkeluHTjJh5kYpoZ/gVj/Ar3En7sSfMYlZ2NazOpxzL+dwvFAKg7b9ZRVWVtfWN4qbpa3tnd29cmW/bVSkObS4kkp3PWZAigBaKFBCN9TAfE9Cx5tcp37nEbQRKrjHaQiuz8aBGAnOMJHu9NXZoFy1a3YGukycnFRJjuagYhX7Q8UjHwLkkhnTc+wQ3ZhpFFzCrNSPDISMT9gYegkNmA/GjbOuM3ocGYaKhqCpkDQT4e9HzHxjpr6XXPoMH8yil4r/eb0IR5duLIIwQgh4GoRCQhZkuBbJCECHQgMiS5sDFQHlTDNE0IIyzhMxSlaZC/QjiUKrp9m8moR7npKzZDtncall0j6tOfXa+W292qjnKxbJITkiJ8QhF6RBbkiTtAgnY/JMXsir9Wa9Wx/W5+9pwcp/DsgcrO8fUlqjsg==</latexit>

v0

<latexit sha1_base64="gWEMhrwv/9O55ZE73r1FVf8Fon0=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRSUHcFNy4r2ge0oUymt3Xo5MHMnUoJ+QS3+gF+jTtxJ/6MSczCVs/qcM69nMPxIik02vanVVpb39jcKm9Xdnb39g+qtcOuDo3i0OGhDFXfYxqkCKCDAiX0IwXM9yT0vNl15vfmoLQIg3tcROD6bBqIieAMU+luPrJH1brdsHPQv8QpSJ0UaI9qVnk4DrnxIUAumdYDx47QjZlCwSUklaHREDE+Y1MYpDRgPmg3zrsm9NRohiGNQFEhaS7C74+Y+VovfC+99Bk+6FUvE//zBgYnl24sgsggBDwLQiEhD9JciXQEoGOhAJFlzYGKgHKmGCIoQRnnqWjSVZYCfSNRqPAxWVbTcM8LZZJu56wu9Zd0zxtOs3F126y37GLFMjkmJ+SMOOSCtMgNaZMO4WRKnsgzebFerTfr3fr4OS1Zxc8RWYL19Q2PKaPV</latexit>

v1

<latexit sha1_base64="PI0eEEyqalFtwOgk1C6MkM4NT0w=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRSUHcFNy4r2ge0oUymt3Xo5MHMnUoJ+QS3+gF+jTtxJ/6MSczCVs/qcM69nMPxIik02vanVVpb39jcKm9Xdnb39g+qtcOuDo3i0OGhDFXfYxqkCKCDAiX0IwXM9yT0vNl15vfmoLQIg3tcROD6bBqIieAMU+luPnJG1brdsHPQv8QpSJ0UaI9qVnk4DrnxIUAumdYDx47QjZlCwSUklaHREDE+Y1MYpDRgPmg3zrsm9NRohiGNQFEhaS7C74+Y+VovfC+99Bk+6FUvE//zBgYnl24sgsggBDwLQiEhD9JciXQEoGOhAJFlzYGKgHKmGCIoQRnnqWjSVZYCfSNRqPAxWVbTcM8LZZJu56wu9Zd0zxtOs3F126y37GLFMjkmJ+SMOOSCtMgNaZMO4WRKnsgzebFerTfr3fr4OS1Zxc8RWYL19Q2Q5KPW</latexit>

v2

<latexit sha1_base64="ptW+2sw4r9Fdbb/OhHbZPq07Da8=">AAACIXicbVDLTsJAFJ3iC/EFunQzkZi4Ii0hUXckblxilEcCDZkOF5ww7TQztxjS8Alu9QP8GnfGnfFnbGsXAp7VyTn35pwcL5TCoG1/WYWNza3tneJuaW//4PCoXDnuGBVpDm2upNI9jxmQIoA2CpTQCzUw35PQ9aY3qd+dgTZCBQ84D8H12SQQY8EZJtL9bFgflqt2zc5A14mTkyrJ0RpWrOJgpHjkQ4BcMmP6jh2iGzONgktYlAaRgZDxKZtAP6EB88G4cdZ1Qc8jw1DREDQVkmYi/P2ImW/M3PeSS5/ho1n1UvE/rx/h+MqNRRBGCAFPg1BIyIIM1yIZAehIaEBkaXOgIqCcaYYIWlDGeSJGySpLgX4kUWj1tFhWk3DPU3KRbOesLrVOOvWa06hd3zWqTTtfsUhOyRm5IA65JE1yS1qkTTiZkGfyQl6tN+vd+rA+f08LVv5zQpZgff8Akp+j1w==</latexit>

Bh

<latexit sha1_base64="jI+Lg/BuaBiUHmDeU6Ft3xoeOwg=">AAACJnicbVDLSsNAFJ34rPXV6tLNYBFclaQI6q7oxmUF+4A2lMn0th06k4SZG6WE/IRb/QC/xp2IOz/FJGZhW8/qcM69nMPxQikM2vaXtba+sbm1Xdop7+7tHxxWqkcdE0SaQ5sHMtA9jxmQwoc2CpTQCzUw5UnoerPbzO8+gjYi8B9wHoKr2MQXY8EZplIvHhhOb6bJsFKz63YOukqcgtRIgdawapUGo4BHCnzkkhnTd+wQ3ZhpFFxCUh5EBkLGZ2wC/ZT6TIFx47xwQs8iwzCgIWgqJM1F+PsRM2XMXHnppWI4NcteJv7n9SMcX7mx8MMIwedZEAoJeZDhWqRLAB0JDYgsaw5U+JQzzRBBC8o4T8UonWYhUEUShQ6ekkU1Dfe8QGbbOctLrZJOo+5c1K/vG7WmXaxYIifklJwTh1ySJrkjLdImnEjyTF7Iq/VmvVsf1ufv6ZpV/ByTBVjfP6papfQ=</latexit>

Ring

Removed edge

<latexit sha1_base64="KlepczXIferH73axTG+ZU7AVo5w=">AAACKnicbVBLTgJBFOzBH+IPdOmmIzFxRWYIRpckblyikU8CE9LTPLBD9/Sk+w2GEK7hVg/gadwRtx7EGZyFgLWqVL2XqlQQSWHRdRdObmt7Z3cvv184ODw6PimWTltWx4ZDk2upTSdgFqQIoYkCJXQiA0wFEtrB+C712xMwVujwCacR+IqNQjEUnGEi9R5B6QkMKAxG0C+W3Yq7BN0kXkbKJEOjX3LyvYHmsYIQuWTWdj03Qn/GDAouYV7oxRYixsdsBN2EhkyB9WfL0nN6GVuGmkZgqJB0KcLfjxlT1k5VkFwqhs923UvF/7xujMNbfybCKEYIeRqEQsIyyHIjkjWADoQBRJY2BypCyplhiGAEZZwnYpzMsxKoYonC6Jf5qpqEB4GW82Q7b32pTdKqVrxa5fqhWq7XshXz5JxckCvikRtSJ/ekQZqEk4i8kjfy7nw4n87C+fo9zTnZzxlZgfP9Awcmp68=</latexit>

Agent movements

<latexit sha1_base64="kCNMgnOfmBP0uqahlHn3G9q9R8o=">AAACNnicbVC9TgJBGNzzF/EPNLGx2UhMrMgdwWiJsbHERH4SIGRv+cANu7eX3e9QcvIytvoAvoqNnbH1EbxDCgGnmsx8k9kdP5TCouu+Oyura+sbm5mt7PbO7t5+Ln9QtzoyHGpcS22aPrMgRQA1FCihGRpgypfQ8IfXqd8YgbFCB3c4DqGj2CAQfcEZJlI3d9RGeMT4agABUqVHoBJiJ91cwS26U9Bl4s1IgcxQ7eadTLuneZTGuWTWtjw3xE7MDAouYZJtRxZCxodsAK2EBkyB7cTTD0zoaWQZahqCoULSqQh/EzFT1o6Vn1wqhvd20UvF/7xWhP3LTiyCMEIIeFqEQsK0yHIjkmWA9oQBRJa+HKgIKGeGIYIRlHGeiFEy1VyhiiQKox8m82pS7vtaptt5i0stk3qp6JWL57elQqU8WzFDjskJOSMeuSAVckOqpEY4eSLP5IW8Om/Oh/PpfP2erjizzCGZg/P9AwbxrMM=</latexit>

r = 0

<latexit sha1_base64="ySeTdHpafQT8CuD8u88B104dcNo=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0Y1QcOOyon1AG8pkeluHTh7M3Cgl5BPc6gf4Ne7EnfgzTmIWtnpWh3Pu5RyOF0mh0bY/rdLK6tr6RnmzsrW9s7tXre13dRgrDh0eylD1PaZBigA6KFBCP1LAfE9Cz5tdZX7vAZQWYXCH8whcn00DMRGcoZFu1aU9qtbthp2D/iVOQeqkQHtUs8rDcchjHwLkkmk9cOwI3YQpFFxCWhnGGiLGZ2wKA0MD5oN2k7xrSo9jzTCkESgqJM1F+P2RMF/rue+ZS5/hvV72MvE/bxDj5MJNRBDFCAHPglBIyIM0V8KMAHQsFCCyrDlQEVDOFEMEJSjj3IixWWUh0I8lChU+pouqCfe8UKZmO2d5qb+ke9pwmo2zm2a91SxWLJNDckROiEPOSYtckzbpEE6m5Ik8kxfr1Xqz3q2Pn9OSVfwckAVYX99NKaOv</latexit>

r = 1

<latexit sha1_base64="//D+zVlJ8UzSmfo9a7IMUGdWOAc=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0Y1QcOOyon1AG8pkeluHTh7M3Cgl5BPc6gf4Ne7EnfgzTmIWtnpWh3Pu5RyOF0mh0bY/rdLK6tr6RnmzsrW9s7tXre13dRgrDh0eylD1PaZBigA6KFBCP1LAfE9Cz5tdZX7vAZQWYXCH8whcn00DMRGcoZFu1aUzqtbthp2D/iVOQeqkQHtUs8rDcchjHwLkkmk9cOwI3YQpFFxCWhnGGiLGZ2wKA0MD5oN2k7xrSo9jzTCkESgqJM1F+P2RMF/rue+ZS5/hvV72MvE/bxDj5MJNRBDFCAHPglBIyIM0V8KMAHQsFCCyrDlQEVDOFEMEJSjj3IixWWUh0I8lChU+pouqCfe8UKZmO2d5qb+ke9pwmo2zm2a91SxWLJNDckROiEPOSYtckzbpEE6m5Ik8kxfr1Xqz3q2Pn9OSVfwckAVYX99O5KOw</latexit>

r = 2

<latexit sha1_base64="aWzON6H9QVIuwsocySfPPuvB7QI=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiSlohuh4MZlRfuANpTJ9LYOnUnCzI1SSj7BrX6AX+NO3Ik/YxKzsK1ndTjnXs7heKEUBm37yyqsrW9sbhW3Szu7e/sH5cphxwSR5tDmgQx0z2MGpPChjQIl9EINTHkSut70OvW7j6CNCPx7nIXgKjbxxVhwhol0p6/qw3LVrtkZ6CpxclIlOVrDilUcjAIeKfCRS2ZM37FDdOdMo+AS4tIgMhAyPmUT6CfUZwqMO8+6xvQ0MgwDGoKmQtJMhL8fc6aMmSkvuVQMH8yyl4r/ef0Ix5fuXPhhhODzNAiFhCzIcC2SEYCOhAZEljYHKnzKmWaIoAVlnCdilKyyEKgiiUIHT/GimoR7XiDjZDtnealV0qnXnEbt/LZRbTbyFYvkmJyQM+KQC9IkN6RF2oSTCXkmL+TVerPerQ/r8/e0YOU/R2QB1vcPUJ+jsQ==</latexit>

r = 3

<latexit sha1_base64="/t24mKOsRoCcbyw13o/IpE4OtUs=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRa0Y1QcOOyon1AG8pkeluHTjJh5kYpoZ/gVj/Ar3En7sSfMYlZ2NazOpxzL+dwvFAKg7b9ZRVWVtfWN4qbpa3tnd29cmW/bVSkObS4kkp3PWZAigBaKFBCN9TAfE9Cx5tcp37nEbQRKrjHaQiuz8aBGAnOMJHu9NXZoFy1a3YGukycnFRJjuagYhX7Q8UjHwLkkhnTc+wQ3ZhpFFzCrNSPDISMT9gYegkNmA/GjbOuM3ocGYaKhqCpkDQT4e9HzHxjpr6XXPoMH8yil4r/eb0IR5duLIIwQgh4GoRCQhZkuBbJCECHQgMiS5sDFQHlTDNE0IIyzhMxSlaZC/QjiUKrp9m8moR7npKzZDtncall0j6tOfXa+W292qjnKxbJITkiJ8QhF6RBbkiTtAgnY/JMXsir9Wa9Wx/W5+9pwcp/DsgcrO8fUlqjsg==</latexit>

v0

<latexit sha1_base64="gWEMhrwv/9O55ZE73r1FVf8Fon0=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRSUHcFNy4r2ge0oUymt3Xo5MHMnUoJ+QS3+gF+jTtxJ/6MSczCVs/qcM69nMPxIik02vanVVpb39jcKm9Xdnb39g+qtcOuDo3i0OGhDFXfYxqkCKCDAiX0IwXM9yT0vNl15vfmoLQIg3tcROD6bBqIieAMU+luPrJH1brdsHPQv8QpSJ0UaI9qVnk4DrnxIUAumdYDx47QjZlCwSUklaHREDE+Y1MYpDRgPmg3zrsm9NRohiGNQFEhaS7C74+Y+VovfC+99Bk+6FUvE//zBgYnl24sgsggBDwLQiEhD9JciXQEoGOhAJFlzYGKgHKmGCIoQRnnqWjSVZYCfSNRqPAxWVbTcM8LZZJu56wu9Zd0zxtOs3F126y37GLFMjkmJ+SMOOSCtMgNaZMO4WRKnsgzebFerTfr3fr4OS1Zxc8RWYL19Q2PKaPV</latexit>

v1

<latexit sha1_base64="PI0eEEyqalFtwOgk1C6MkM4NT0w=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRSUHcFNy4r2ge0oUymt3Xo5MHMnUoJ+QS3+gF+jTtxJ/6MSczCVs/qcM69nMPxIik02vanVVpb39jcKm9Xdnb39g+qtcOuDo3i0OGhDFXfYxqkCKCDAiX0IwXM9yT0vNl15vfmoLQIg3tcROD6bBqIieAMU+luPnJG1brdsHPQv8QpSJ0UaI9qVnk4DrnxIUAumdYDx47QjZlCwSUklaHREDE+Y1MYpDRgPmg3zrsm9NRohiGNQFEhaS7C74+Y+VovfC+99Bk+6FUvE//zBgYnl24sgsggBDwLQiEhD9JciXQEoGOhAJFlzYGKgHKmGCIoQRnnqWjSVZYCfSNRqPAxWVbTcM8LZZJu56wu9Zd0zxtOs3F126y37GLFMjkmJ+SMOOSCtMgNaZMO4WRKnsgzebFerTfr3fr4OS1Zxc8RWYL19Q2Q5KPW</latexit>

v2

<latexit sha1_base64="ptW+2sw4r9Fdbb/OhHbZPq07Da8=">AAACIXicbVDLTsJAFJ3iC/EFunQzkZi4Ii0hUXckblxilEcCDZkOF5ww7TQztxjS8Alu9QP8GnfGnfFnbGsXAp7VyTn35pwcL5TCoG1/WYWNza3tneJuaW//4PCoXDnuGBVpDm2upNI9jxmQIoA2CpTQCzUw35PQ9aY3qd+dgTZCBQ84D8H12SQQY8EZJtL9bFgflqt2zc5A14mTkyrJ0RpWrOJgpHjkQ4BcMmP6jh2iGzONgktYlAaRgZDxKZtAP6EB88G4cdZ1Qc8jw1DREDQVkmYi/P2ImW/M3PeSS5/ho1n1UvE/rx/h+MqNRRBGCAFPg1BIyIIM1yIZAehIaEBkaXOgIqCcaYYIWlDGeSJGySpLgX4kUWj1tFhWk3DPU3KRbOesLrVOOvWa06hd3zWqTTtfsUhOyRm5IA65JE1yS1qkTTiZkGfyQl6tN+vd+rA+f08LVv5zQpZgff8Akp+j1w==</latexit>

Bh

<latexit sha1_base64="jI+Lg/BuaBiUHmDeU6Ft3xoeOwg=">AAACJnicbVDLSsNAFJ34rPXV6tLNYBFclaQI6q7oxmUF+4A2lMn0th06k4SZG6WE/IRb/QC/xp2IOz/FJGZhW8/qcM69nMPxQikM2vaXtba+sbm1Xdop7+7tHxxWqkcdE0SaQ5sHMtA9jxmQwoc2CpTQCzUw5UnoerPbzO8+gjYi8B9wHoKr2MQXY8EZplIvHhhOb6bJsFKz63YOukqcgtRIgdawapUGo4BHCnzkkhnTd+wQ3ZhpFFxCUh5EBkLGZ2wC/ZT6TIFx47xwQs8iwzCgIWgqJM1F+PsRM2XMXHnppWI4NcteJv7n9SMcX7mx8MMIwedZEAoJeZDhWqRLAB0JDYgsaw5U+JQzzRBBC8o4T8UonWYhUEUShQ6ekkU1Dfe8QGbbOctLrZJOo+5c1K/vG7WmXaxYIifklJwTh1ySJrkjLdImnEjyTF7Iq/VmvVsf1ufv6ZpV/ByTBVjfP6papfQ=</latexit>

Figure 1: (a) Execution in a dangerous dynamic ring, and (b) its space diagram representation.

3 Impossibilities and Basic Limitations

In this section we show some general impossibility results that hold in the whiteboard model and hence
under all communication mechanisms considered in this paper. More precisely, we establish that three
agents are necessary to locate the Bh and that, irrespectively of the number of agents available, the size
of the ring must be known.

Lemma 1. Let R be a dynamic ring of size n > 3. Let the agents know that the black hole is located
in one of three consecutive nodes H = {v1, v2, v3} (different from the home-base). It is impossible for
two colocated agents to locate the black hole and terminate. The impossibility holds even if the nodes are
equipped with whiteboards, the agents have distinct IDs, and the ring is oriented.

Proof. Let a and b be the two agents. By contradiction, let A be an algorithm that correctly locates
the black hole regardless of the pattern of edge disappearance in the ring. Note that the two agents
cannot visit for the first time a node in H travelling on the same edge at the same round, otherwise the
adversary would place the black hole in that node killing both. At least one of the agents must move
to visit H. Let us assume, w.l.o.g., that a is the first to reach H (to visit v1) at some round r or that
both agents reach H at round r (a visiting v1 and b visiting v3 from the other side). At this point the
adversary, regardless of the position of b, removes edge e = (v0, v1). Note that, while the edge is missing,
the two agents cannot communicate because they are disconnected on one side by the missing link and
on the other by the black hole. Should agent a survive, it has no choice but visiting v2 (from v1) to
determine whether the black hole is in v2 or in v3. Agent b cannot wait for ever in v0 because e might
be permanently missing, and it has to reach H from the other side. Once b reaches v3, if it does not die
it cannot avoid visiting v2 to determine whether the black hole is in v1 or in v2. Hence, within finite
time they would both enter v2, albeit at different moments. By choosing the black hole to be in v2, both
agents die, contradicting the correctness of the algorithm.
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From the above technical lemma is immediate that:

Theorem 2. In a dynamic ring of size n > 3, two colocated agents cannot solve the Bhs. The im-
possibility holds even if the agents have unique IDs, and are equipped with the strongest (Whiteboard)
communication model.

Interestingly, we can show that there is no algorithm solving Bhs if n is unknown. Such result does
not depend on the number of agents.

Theorem 3. There exists no algorithm that solves the Bhs in a dynamic ring R whose size is unknown
to the agents. The result holds even if the nodes have whiteboards, the agents have IDs, and irrespectively
of the number of agents.

Proof. The proof is by contradiction. Let A be a correct algorithm, and let the adversary remove an
edge e at round 0. For the algorithm to be correct, there must exist a round r when the the portion of
the ring delimited by the black hole and by edge e is fully explored (with at least one agent dead in the
black hole and the corresponding link marked as dangerous). Not knowing the size of the ring, as long
as e is missing, the remaining agents cannot decide whether they have explored all the nodes of the ring
and can terminate, or whether the ring is larger, the missing edge e is not incident to the black hole,
and there is still a portion to explore. If they decide to terminate, the adversary will make e re-appear
revealing the unexplored part of a larger ring and A would be incorrect; if instead they decide to wait for
e to re-appear, the missing edge will be permanently missing, and the agents will never terminate.

Next recall the following obvious fact:

Observation 1. Anonymous colocated agents with an endogenous communication mechanism (i.e., F2F
or Vision model) cannot solve Bhs in a static ring, regardless of their number.

We now introduce a technical lemma that will be used to establish lower bounds in the rest of the
paper. The lemma is based on the following observation

Observation 2 ( [25]). Given a dynamic ring R, and a cut U (with |U | > 1) of its footprint connected
by edges ec and ecc to nodes in V \U . Assume that at round r all the agents are in U . If at round r there
are not two agents, one that tries to traverse ec and one that tires to traverse ecc, then the adversary
may prevent agents to visit a node outside U .

We say that a node v is explored if it is has been visited at least one time by an agent. Let us assume
that agents are colocated and let us use Ur to denote the set of explored nodes at round r. Note that Ur

must be a cut of the ring, and that Ur−1 ⊆ Ur. We will also say that a round r is an expansion round
if Ur ⊂ Ur+1, and that agent a communicates with another agent b after round r, if either a and b meet
at a round r′ > r, or at a round r′ > r agent b visits a node on which a wrote something in a round r′′

with r < r′′ ≤ r′.

Lemma 4. If A solves the Bhs with O(n · f(n)) moves using three agents, then there must exist an
agent a that explores a sequence seq of at least Ω( n

f(n) ) nodes such that:

- a does not communicate with any other agent while exploring nodes in seq.
- a visits at most o(n) nodes outside seq while exploring nodes in seq.
The lemma holds even if the agents are colocated, they have distinct IDs, and the nodes are equipped with
whiteboards.

Proof. Let us have three agents starting from node v0. It is easy to see that, if A is correct, then there is
a round r in which |Ur| = Θ(n) and |V \ Ur| = Θ(n): as long as the black hole Bh 6∈ Ur then A cannot
correctly terminate, and Bh can be at a clockwise and counter-clockwise distance that is Θ(n) from v0.

Let round r′ ≥ r be an expansion round in which a new node vx1
is explored. By Observation 2 we

have that at each expansion round there are two agents trying to cross the edges of the cut, we name
them the pushing agents. Note that the adversary may always allow only one the pushing agent to
explore a new node, and block the other.

Without loss of generality, we use the term exploring agent, shortened in a, to refer to the pushing
agent that explores a new node, and as b and c the others. Note that it may be possible that the three
agents alternate their roles of pushing agents and so that exploring agent is not always the same agent to
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explore. However in this case we just rename the agents, as we are using the name a just fo convenience
since the proof does not depend on a being always the same agent.

By Observation 2 and from the fact that the adversary can decide which agent will explore a node
outside Ur′ by orchestrating the removal of the edges, we can assume that in each expansion round the
distance between a and the other agents is Θ(n).

Therefore, in order for a to communicate with b and c after each expansion round r′ > r, at least
Θ(n) moves are needed.

Now let vx1
, vx2

, . . . , vxt
be a sequence of t consecutive nodes that a explores from round r′ to round

r′′, such that (i) a never communicates with other agents from round r′ to round r′′, and (ii) a visits
at most o(n) nodes after each exploration of a node in the sequence. Let us call such a sequence a
solitary sequence of length t. Note that when a explores a single node and immediately communicates
with others, we have a solitary sequence of length 1. Therefore, after round r, each time we explore a
new node, we create a solitary sequence of length at least 1.

We now argue that after round r at most s = O(f(n)) solitary sequences are generated. Suppose the
contrary, by definition when a solitary sequence ends Ω(n) moves are executed, and, by hypothesis A
runs in O(n · f(n)) moves. If we had ω(f(n)) solitary sequences we would have ω(n · f(n)) moves (recall

that f(n) = ω(g(n)) if lim
n→+∞

f(n)
g(n) = +∞). However, there are still k = Θ(n) nodes to explore after

round r, and this has to be done with s = O(f(n)) solitary sequences. Therefore, there must exists at
least one solitary sequence of length at least k

s = Ω( n
f(n) ). Such a solitary sequence proves our claim.

Intuitively, Lemma 4 says that, in any Bhs algorithm that has cost (i.e., number of moves) O(n·f(n)),
there exists at least one agent that explores a sequence of nodes of length Ω( n

f(n) ); during the exploration

of such sequence the agent does not communicate with others (either by a direct meeting, or by writing
on a whiteboard or leaving a pebble on node that is visited by others), and it visits at most o(n) nodes
outside the ones in the sequence.

4 Preliminaries

Before presenting and analyzing our solution protocols, we briefly describe a well known idea employed
for Bhs in static graphs that will be adapted in our algorithms, as well as the conventions and symbols
used in our protocols.

4.1 Cautious Walk

Cautious Walk is a mechanism introduced in [21] for agents to move on dangerous graphs in such a way
that two (or more) agents never enter the black hole from the same edge. The general idea of cautious
walk in static graphs is that when an agent a moves from u to v through an unexplored (thus dangerous)
edge (u, v), a must leave the information that the edge is under exploration at u. The information can
be provided through some form of mark in case of exogenous communication mechanisms, or implicit in
case of endogenous mechanisms (e.g., by employing a second agent as a “witness”). In our algorithms
we will make use of variants of the general idea of cautious walk, adapting it to the dynamic case and to
the particular model under discussion.

4.2 Pseudocode Convention

We use the pseudocode convention introduced in [18]. In particular, our algorithms use as a building block
procedure Explore (dir | p1 : s1; p2 : s2; . . . ; pk : sk), where dir ∈ {left, right,nil}, pi is a predicate, and
si is a state. In Procedure Explore, the agent takes a snapshot, then evaluates predicates p1, . . . , pk
in order; as soon as a predicate is satisfied, say pi, the procedure exits, and the agent transitions to the
state si specified by pi. If no predicate is satisfied, the agent tries to move in the specified direction dir
(or it stays still if dir = nil), and the procedure is executed again in the next round. The following are
the main predicates used in our Algorithms:

• meeting [ID]: the agent sees another agent with identifier ID arriving at the node where it resides,
or the agent arrives in a node, and it sees another agent with identifier ID.
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• sees[ID]: the agent sees another agent with identified ID in the node where it resides.

Furthermore, the following variables are maintained by the algorithms:

• Ttime, Tnodes: the total number of rounds and distinct visited nodes, respectively, since the
beginning of the execution of the algorithm.

• Etime, Enodes: the total number of rounds and distinct visited nodes, respectively, since the last
call of procedure Explore.

• EMtime [C/ (CC)]: the number of rounds during which the clockwise/ (resp. counter-clockwise)
edge is missing since the last call of procedure Explore.

• #Meets[ID]: the number of times the agent has met with agent ID.

• RLastMet[ID] records the number of rounds elapsed since the agent has seen (or meet) an agent
with id ID

Observe that, in a fully synchronous system, when predicate meeting [y] holds for an agent a with
id x, then predicate meeting [x] holds for the agent with id y. In the algorithm agents are divided in
three roles: Avanguard, Leader and Retroguard. Based on the total order of IDs agents assign to
themselves the appropriate role depending on if they are lowest, middle, or highest.

5 Endogenous Communication Mechanisms

First recall that, with endogenous communication mechanisms, IDs are necessary for Bhs (see Observa-
tion 1). Hence, we assume the agents have unique IDs.

5.0.1 Lower bound on Cost and Time

In this section we present a quadratic lower bound on the number of moves and on the number of rounds
needed by any algorithm of optimal size to solve Bhs.

Theorem 5. Given a dynamic ring R, any algorithm A that solves the Bhs with three agents and an
endogenous communication mechanism has a cost of at least Ω(n2) moves and needs Ω(n2) rounds. The
result holds even if the agents are colocated, have distinct IDs, and the model is F2F.

Proof. Let a, b, c be the three agents. We first show the bound on the number of moves. The proof
proceeds by contradiction: let A be a solution algorithm performing o(n2) moves. By Lemma 4, when n
is large enough, in A there exists a round r such that, by the end of round r, agent a explored at least
three nodes, say v1, v2 and v3, without communicating with b and c. Let the black hole be one of these
three nodes; hence, by round r, agent a is eliminated. At this point, the two remaining agents, b and c,
even if aware of a’s demise, are unaware of which of v1, v2 and v3 is the Bh. By Lemma 1, the agents
cannot determine the exact location and, hence, A cannot correctly solve the problem; a contradiction.

For the bound on the rounds, as just shown, A must perform Ω(n2) moves. Even if these moves were
equally divided among the three agents and performed in parallel, we would have at most three moves
at each round. Therefore, the number of rounds is quadratic, and the claim follows.

5.0.2 An Optimal Solution: CautiousPendulum

From Theorem 2 we know that the minimum size of any solution algorithm is three. From Theorems 5,
we know that cost and time are Ω(n2). In this Section, we show that the bounds are tight describing a
size optimal solution with O(n2) moves and rounds. Our solution works in the weakest communication
model (Vision).

Our CautiousPendulum algorithm works using three agents: the Avanguard, the Retroguard, and
the Leader (refer to Figure 2, which shows two examples of possible runs of the algorithm). Initially,
all three agents are on the same node v0, the home-base.

Avanguard and Leader move clockwise “cautiously”: If the edge e in the clockwise direction is
not present, both Leader and Avanguard wait until it reappears.

8



Algorithm 1 Algorithm CautiousPendulum for Avanguard

States: {Init, NewNode, Return, Move}.
In state Init, NewNode:

Explore(right | Enodes > 0: Return)
In state Return:

Explore(left | Enodes > 0: Move)
In state Move:

Explore(right | Enodes > 0: NewNode)

Algorithm 2 Algorithm CautiousPendulum for Retroguard

States: {Init, Bounce, Return}.
In state Init:

nextTarget ← 1
Explore(left | Enodes ≥ nextTarget : Return)

In state Return:
Explore(right | sees[Leader ]: Bounce)

In state Bounce:
nextTarget ← Enodes+ 1
Explore(left | Enodes ≥ nextTarget: Return)

If edge e is present, Avanguard moves to the unexplored node using edge e. Then, if in a successive
round the edge e is present, Avanguard goes back to Leader, signalling that the recently visited node
is safe; at this point, both Leader and Avanguard safely move clockwise to the recently explored node
If Avanguard does not return when e is present, Leader knows the position of the black hole (the
node just visited by Avanguard) and terminates; in this case, we say that Avanguard fails to report.

While Avanguard and Leader are performing this special exploration, Retroguard moves as
follows: it goes counter-clockwise until it visits the first unexplored node; then, it goes back clockwise
until it meets again Leader. Once Retroguard meets Leader, it reverts back its movement direction
to counter-clockwise, iterating the same kind of move: in other words, it swings similarly to a pendulum
that increases its counter-clockwise amplitude of one node at each oscillation.

In case Retroguard finds a missing edge on its path, it waits until the edge re-appears; and then it
keeps performing the oscillating movement. We say that Retroguard fails to report to Leader if the
Leader sees a missing edge in its clockwise direction and, despite waiting for this edge to appear for a
time long enough for Retroguard to explore a new node and go back, it does not meet Retroguard.
Intuitively, since at most one edge is missing at each round, the fail to report of Retroguard implies
that Retroguard entered the black hole. Note that, in this case, Leader can compute exactly the
position of the black hole.

Algorithm 3 Algorithm CautiousPendulum for Leader

Predicates Shorthands: FailedReport[Avanguard] = Etime > EMtime[C].
FailedReport[Retroguard] = EMtime[C] > 2((#Meets[Retroguard] + 1) + Tnodes).
States: {Init, Cautious, Move, TerminateA, TerminateR}.
In state Init,Cautious:

Explore(nil | meeting[Avanguard]: Move; FailedReport[Avanguard]: TerminateA;
FailedReport[Retroguard]: TerminateR )
In state Move:

Explore(right | Enodes > 0: Cautios; FailedReport[Retroguard]: TerminateR)
In state TerminateA:

Terminate, Bh is in the next node in clockwise direction.
In state TerminateR:

Terminate, Bh is in the node at counter-clockwise distance #Meets[Retroguard] + 1 from v0.
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Ring

Removed edge

<latexit sha1_base64="KlepczXIferH73axTG+ZU7AVo5w=">AAACKnicbVBLTgJBFOzBH+IPdOmmIzFxRWYIRpckblyikU8CE9LTPLBD9/Sk+w2GEK7hVg/gadwRtx7EGZyFgLWqVL2XqlQQSWHRdRdObmt7Z3cvv184ODw6PimWTltWx4ZDk2upTSdgFqQIoYkCJXQiA0wFEtrB+C712xMwVujwCacR+IqNQjEUnGEi9R5B6QkMKAxG0C+W3Yq7BN0kXkbKJEOjX3LyvYHmsYIQuWTWdj03Qn/GDAouYV7oxRYixsdsBN2EhkyB9WfL0nN6GVuGmkZgqJB0KcLfjxlT1k5VkFwqhs923UvF/7xujMNbfybCKEYIeRqEQsIyyHIjkjWADoQBRJY2BypCyplhiGAEZZwnYpzMsxKoYonC6Jf5qpqEB4GW82Q7b32pTdKqVrxa5fqhWq7XshXz5JxckCvikRtSJ/ekQZqEk4i8kjfy7nw4n87C+fo9zTnZzxlZgfP9Awcmp68=</latexit>

v0

<latexit sha1_base64="k59hn+oyg2y+1W8ZPcjDp9N6ZFU=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06eTBzp1JCPsGtfoBf407ciT9jErOw1bM6nHMv53C8SAqNtv1pldbWNza3ytuVnd29/YNq7bCrQ6M4dHgoQ9X3mAYpAuigQAn9SAHzPQk9b3ad+b05KC3C4B4XEbg+mwZiIjjDVLqbj+xRtW437Bz0L3EKUicF2qOaVR6OQ258CJBLpvXAsSN0Y6ZQcAlJZWg0RIzP2BQGKQ2YD9qN864JPTWaYUgjUFRImovw+yNmvtYL30svfYYPetXLxP+8gcHJlRuLIDIIAc+CUEjIgzRXIh0B6FgoQGRZc6AioJwphghKUMZ5Kpp0laVA30gUKnxMltU03PNCmaTbOatL/SXd84bTbFzcNuutZrFimRyTE3JGHHJJWuSGtEmHcDIlT+SZvFiv1pv1bn38nJas4ueILMH6+gaPFaPV</latexit>

n

<latexit sha1_base64="WmUeyGy+o3Ww9i7I3IRcqTm8m8I=">AAACH3icbVDLTsJAFJ3iC/EFunQzkZi4Iq3B6JLEjUtI5JFAQ6bDBSdMp83MrYY0/QK3+gF+jTvjlr+xrV0IeFYn59ybc3K8UAqDtr20SlvbO7t75f3KweHR8Um1dtozQaQ5dHkgAz3wmAEpFHRRoIRBqIH5noS+N7/P/P4zaCMC9YiLEFyfzZSYCs4wlTpqXK3bDTsH3SROQeqkQHtcs8qjScAjHxRyyYwZOnaIbsw0Ci4hqYwiAyHjczaDYUoV88G4cd40oZeRYRjQEDQVkuYi/P2ImW/MwvfSS5/hk1n3MvE/bxjh9M6NhQojBMWzIBQS8iDDtUgnADoRGhBZ1hyoUJQzzRBBC8o4T8Uo3WQl0I8kCh28JKtqGu55gUzS7Zz1pTZJ77rhNBs3nWa91SxWLJNzckGuiENuSYs8kDbpEk6AvJI38m59WJ/Wl/X9e1qyip8zsgJr+QM+NqMq</latexit>

r0

<latexit sha1_base64="ZsngdPOKgvXZiLQgDyhtTWNbOi8=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06mYSZG6WEfIJb/QC/xp24E3/GJGZhW8/qcM69nMPxQikM2vaXVVpb39jcKm9Xdnb39g+qtcOuCSLNocMDGei+xwxIoaCDAiX0Qw3M9yT0vNl15vceQRsRqHuch+D6bKrERHCGqXSnR/aoWrcbdg66SpyC1EmB9qhmlYfjgEc+KOSSGTNw7BDdmGkUXEJSGUYGQsZnbAqDlCrmg3HjvGtCTyPDMKAhaCokzUX4+xEz35i576WXPsMHs+xl4n/eIMLJlRsLFUYIimdBKCTkQYZrkY4AdCw0ILKsOVChKGeaIYIWlHGeilG6ykKgH0kUOnhKFtU03PMCmaTbOctLrZLuecNpNi5um/VWs1ixTI7JCTkjDrkkLXJD2qRDOJmSZ/JCXq036936sD5/T0tW8XNEFmB9/wCIIaPR</latexit>

r1

<latexit sha1_base64="S2VJmvgffyjzKfeJvPortlM7v24=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06mYSZG6WEfIJb/QC/xp24E3/GJGZhW8/qcM69nMPxQikM2vaXVVpb39jcKm9Xdnb39g+qtcOuCSLNocMDGei+xwxIoaCDAiX0Qw3M9yT0vNl15vceQRsRqHuch+D6bKrERHCGqXSnR86oWrcbdg66SpyC1EmB9qhmlYfjgEc+KOSSGTNw7BDdmGkUXEJSGUYGQsZnbAqDlCrmg3HjvGtCTyPDMKAhaCokzUX4+xEz35i576WXPsMHs+xl4n/eIMLJlRsLFUYIimdBKCTkQYZrkY4AdCw0ILKsOVChKGeaIYIWlHGeilG6ykKgH0kUOnhKFtU03PMCmaTbOctLrZLuecNpNi5um/VWs1ixTI7JCTkjDrkkLXJD2qRDOJmSZ/JCXq036936sD5/T0tW8XNEFmB9/wCJ3KPS</latexit>

r2

<latexit sha1_base64="ZPPRW8LkRiNV2v6SretHL8oJ4As=">AAACIXicbVDLSsNAFJ34rPXV6tLNYBFclaRUdFlw47KifUAbymR6W4dOJmHmRikhn+BWP8CvcSfuxJ8xiVnY1rM6nHMv53C8UAqDtv1lra1vbG5tl3bKu3v7B4eV6lHXBJHm0OGBDHTfYwakUNBBgRL6oQbmexJ63uw683uPoI0I1D3OQ3B9NlViIjjDVLrTo8aoUrPrdg66SpyC1EiB9qhqlYbjgEc+KOSSGTNw7BDdmGkUXEJSHkYGQsZnbAqDlCrmg3HjvGtCzyLDMKAhaCokzUX4+xEz35i576WXPsMHs+xl4n/eIMLJlRsLFUYIimdBKCTkQYZrkY4AdCw0ILKsOVChKGeaIYIWlHGeilG6ykKgH0kUOnhKFtU03PMCmaTbOctLrZJuo+406xe3zVqrWaxYIifklJwTh1ySFrkhbdIhnEzJM3khr9ab9W59WJ+/p2tW8XNMFmB9/wCLl6PT</latexit>

Leader

<latexit sha1_base64="l3J+frUYZDkXFyob1q3hAzBRzbk=">AAACKnicbVDLTgJBEJz1ifgCPXqZSEw8kV2C0SOJFw8eMJFHAhvSOzQ4YfaRmV4N2exveNUP8Gu8Ea9+iLvIQcA6Vaq6U5XyIiUN2fbM2tjc2t7ZLewV9w8Oj45L5ZO2CWMtsCVCFequBwaVDLBFkhR2I43gewo73uQ29zvPqI0Mg0eaRuj6MA7kSAqgTOonfSP4PcIQdTooVeyqPQdfJ86CVNgCzUHZKvSHoYh9DEgoMKbn2BG5CWiSQmFa7McGIxATGGMvowH4aNxkXjrlF7EBCnmEmkvF5yL+/UjAN2bqe9mlD/RkVr1c/M/rxTS6cRMZRDFhIPIgkgrnQUZoma2BfCg1EkHeHLkMuAANRKglByEyMc7mWQr0Y0VShy/pspqFe16o8u2c1aXWSbtWderVq4dapVFfrFhgZ+ycXTKHXbMGu2NN1mKCReyVvbF368P6tGbW1+/phrX4OWVLsL5/ACI4p78=</latexit>

Avanguard1

<latexit sha1_base64="eK7nQXG9VL7oDByIHHmViPPYync=">AAACMHicbVDLSgNBEJyNr/iOevQyGARPYVcieox48RjBPCAJoXfSxsHZ2WWmJyJL/sSrfoBfoyfx6le4G/dg1DoVVd1UUWGipCXff/NKC4tLyyvl1bX1jc2t7crObtvGzghsiVjFphuCRSU1tkiSwm5iEKJQYSe8u8j9zgSNlbG+pocEBxGMtbyRAiiThpVK2reCn09Ajx2YUTAdVqp+zZ+B/yVBQaqsQHO445X7o1i4CDUJBdb2Aj+hQQqGpFA4Xes7iwmIOxhjL6MaIrSDdFZ9yg+dBYp5goZLxWci/vxIIbL2IQqzywjo1v72cvE/r+fo5myQSp04Qi3yIJIKZ0FWGJltgnwkDRJB3hy51FyAASI0koMQmeiykeYCI6dImvh+Oq9m4WEYq3y74PdSf0n7uBbUaydXx9VGvVixzPbZATtiATtlDXbJmqzFBJuwR/bEnr0X79V79z6+T0te8bPH5uB9fgHdyKmV</latexit>

Avanguard

<latexit sha1_base64="8Cya1h2Pbqo9vMT5qGNGGGUmgmM=">AAACL3icbVDLSgNBEJz1Gd+JHr0MBsFT2BVFjxEvHiOYREhC6J104pDZ2WWmRwlLvsSrfoBfI17Eq3/hbtyDUetUVHVTRYWJkpZ8/81bWFxaXlktra1vbG5t75Qruy0bOyOwKWIVm9sQLCqpsUmSFN4mBiEKFbbD8WXut+/RWBnrG5ok2ItgpOVQCqBM6pd30q4V/OIe9MiBGUz75apf82fgf0lQkCor0OhXvFJ3EAsXoSahwNpO4CfUS8GQFAqn611nMQExhhF2MqohQttLZ82n/NBZoJgnaLhUfCbiz48UImsnUZhdRkB39reXi/95HUfD814qdeIItciDSCqcBVlhZDYJ8oE0SAR5c+RScwEGiNBIDkJkoss2mguMnCJp4ofpvJqFh2Gs8u2C30v9Ja3jWnBSO70+rtZPihVLbJ8dsCMWsDNWZ1eswZpMMMce2RN79l68V+/d+/g+XfCKnz02B+/zC14QqVo=</latexit>

r3

<latexit sha1_base64="plfkRtnywIkkqCd39pftApfaXZY=">AAACIXicbVDLSsNAFJ34rPXV6tLNYBFclUQruiy4cVnRPqANZTK9rUMnmTBzo5SQT3CrH+DXuBN34s+YxCxs61kdzrmXczheKIVB2/6yVlbX1jc2S1vl7Z3dvf1K9aBjVKQ5tLmSSvc8ZkCKANooUEIv1MB8T0LXm15nfvcRtBEquMdZCK7PJoEYC84wle708HxYqdl1OwddJk5BaqRAa1i1SoOR4pEPAXLJjOk7dohuzDQKLiEpDyIDIeNTNoF+SgPmg3HjvGtCTyLDUNEQNBWS5iL8/YiZb8zM99JLn+GDWfQy8T+vH+H4yo1FEEYIAc+CUEjIgwzXIh0B6EhoQGRZc6AioJxphghaUMZ5KkbpKnOBfiRRaPWUzKtpuOcpmaTbOYtLLZPOWd1p1C9uG7Vmo1ixRI7IMTklDrkkTXJDWqRNOJmQZ/JCXq036936sD5/T1es4ueQzMH6/gGNUqPU</latexit>

Bh

<latexit sha1_base64="jI+Lg/BuaBiUHmDeU6Ft3xoeOwg=">AAACJnicbVDLSsNAFJ34rPXV6tLNYBFclaQI6q7oxmUF+4A2lMn0th06k4SZG6WE/IRb/QC/xp2IOz/FJGZhW8/qcM69nMPxQikM2vaXtba+sbm1Xdop7+7tHxxWqkcdE0SaQ5sHMtA9jxmQwoc2CpTQCzUw5UnoerPbzO8+gjYi8B9wHoKr2MQXY8EZplIvHhhOb6bJsFKz63YOukqcgtRIgdawapUGo4BHCnzkkhnTd+wQ3ZhpFFxCUh5EBkLGZ2wC/ZT6TIFx47xwQs8iwzCgIWgqJM1F+PsRM2XMXHnppWI4NcteJv7n9SMcX7mx8MMIwedZEAoJeZDhWqRLAB0JDYgsaw5U+JQzzRBBC8o4T8UonWYhUEUShQ6ekkU1Dfe8QGbbOctLrZJOo+5c1K/vG7WmXaxYIifklJwTh1ySJrkjLdImnEjyTF7Iq/VmvVsf1ufv6ZpV/ByTBVjfP6papfQ=</latexit>

(a) Example of a run where the termination is due
to Retroguard. At round r0 Avanguard and
Leader are blocked by a missing edge. At round
r2 Retroguard enters in the black hole. At round
r3 Retroguard fails to report.

Ring

Removed edge

<latexit sha1_base64="KlepczXIferH73axTG+ZU7AVo5w=">AAACKnicbVBLTgJBFOzBH+IPdOmmIzFxRWYIRpckblyikU8CE9LTPLBD9/Sk+w2GEK7hVg/gadwRtx7EGZyFgLWqVL2XqlQQSWHRdRdObmt7Z3cvv184ODw6PimWTltWx4ZDk2upTSdgFqQIoYkCJXQiA0wFEtrB+C712xMwVujwCacR+IqNQjEUnGEi9R5B6QkMKAxG0C+W3Yq7BN0kXkbKJEOjX3LyvYHmsYIQuWTWdj03Qn/GDAouYV7oxRYixsdsBN2EhkyB9WfL0nN6GVuGmkZgqJB0KcLfjxlT1k5VkFwqhs923UvF/7xujMNbfybCKEYIeRqEQsIyyHIjkjWADoQBRJY2BypCyplhiGAEZZwnYpzMsxKoYonC6Jf5qpqEB4GW82Q7b32pTdKqVrxa5fqhWq7XshXz5JxckCvikRtSJ/ekQZqEk4i8kjfy7nw4n87C+fo9zTnZzxlZgfP9Awcmp68=</latexit>

v0

<latexit sha1_base64="k59hn+oyg2y+1W8ZPcjDp9N6ZFU=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06eTBzp1JCPsGtfoBf407ciT9jErOw1bM6nHMv53C8SAqNtv1pldbWNza3ytuVnd29/YNq7bCrQ6M4dHgoQ9X3mAYpAuigQAn9SAHzPQk9b3ad+b05KC3C4B4XEbg+mwZiIjjDVLqbj+xRtW437Bz0L3EKUicF2qOaVR6OQ258CJBLpvXAsSN0Y6ZQcAlJZWg0RIzP2BQGKQ2YD9qN864JPTWaYUgjUFRImovw+yNmvtYL30svfYYPetXLxP+8gcHJlRuLIDIIAc+CUEjIgzRXIh0B6FgoQGRZc6AioJwphghKUMZ5Kpp0laVA30gUKnxMltU03PNCmaTbOatL/SXd84bTbFzcNuutZrFimRyTE3JGHHJJWuSGtEmHcDIlT+SZvFiv1pv1bn38nJas4ueILMH6+gaPFaPV</latexit>

n

<latexit sha1_base64="WmUeyGy+o3Ww9i7I3IRcqTm8m8I=">AAACH3icbVDLTsJAFJ3iC/EFunQzkZi4Iq3B6JLEjUtI5JFAQ6bDBSdMp83MrYY0/QK3+gF+jTvjlr+xrV0IeFYn59ybc3K8UAqDtr20SlvbO7t75f3KweHR8Um1dtozQaQ5dHkgAz3wmAEpFHRRoIRBqIH5noS+N7/P/P4zaCMC9YiLEFyfzZSYCs4wlTpqXK3bDTsH3SROQeqkQHtcs8qjScAjHxRyyYwZOnaIbsw0Ci4hqYwiAyHjczaDYUoV88G4cd40oZeRYRjQEDQVkuYi/P2ImW/MwvfSS5/hk1n3MvE/bxjh9M6NhQojBMWzIBQS8iDDtUgnADoRGhBZ1hyoUJQzzRBBC8o4T8Uo3WQl0I8kCh28JKtqGu55gUzS7Zz1pTZJ77rhNBs3nWa91SxWLJNzckGuiENuSYs8kDbpEk6AvJI38m59WJ/Wl/X9e1qyip8zsgJr+QM+NqMq</latexit>

r0

<latexit sha1_base64="ZsngdPOKgvXZiLQgDyhtTWNbOi8=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06mYSZG6WEfIJb/QC/xp24E3/GJGZhW8/qcM69nMPxQikM2vaXVVpb39jcKm9Xdnb39g+qtcOuCSLNocMDGei+xwxIoaCDAiX0Qw3M9yT0vNl15vceQRsRqHuch+D6bKrERHCGqXSnR/aoWrcbdg66SpyC1EmB9qhmlYfjgEc+KOSSGTNw7BDdmGkUXEJSGUYGQsZnbAqDlCrmg3HjvGtCTyPDMKAhaCokzUX4+xEz35i576WXPsMHs+xl4n/eIMLJlRsLFUYIimdBKCTkQYZrkY4AdCw0ILKsOVChKGeaIYIWlHGeilG6ykKgH0kUOnhKFtU03PMCmaTbOctLrZLuecNpNi5um/VWs1ixTI7JCTkjDrkkLXJD2qRDOJmSZ/JCXq036936sD5/T0tW8XNEFmB9/wCIIaPR</latexit>

r1

<latexit sha1_base64="S2VJmvgffyjzKfeJvPortlM7v24=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06mYSZG6WEfIJb/QC/xp24E3/GJGZhW8/qcM69nMPxQikM2vaXVVpb39jcKm9Xdnb39g+qtcOuCSLNocMDGei+xwxIoaCDAiX0Qw3M9yT0vNl15vceQRsRqHuch+D6bKrERHCGqXSnR86oWrcbdg66SpyC1EmB9qhmlYfjgEc+KOSSGTNw7BDdmGkUXEJSGUYGQsZnbAqDlCrmg3HjvGtCTyPDMKAhaCokzUX4+xEz35i576WXPsMHs+xl4n/eIMLJlRsLFUYIimdBKCTkQYZrkY4AdCw0ILKsOVChKGeaIYIWlHGeilG6ykKgH0kUOnhKFtU03PMCmaTbOctLrZLuecNpNi5um/VWs1ixTI7JCTkjDrkkLXJD2qRDOJmSZ/JCXq036936sD5/T0tW8XNEFmB9/wCJ3KPS</latexit>

r2

<latexit sha1_base64="ZPPRW8LkRiNV2v6SretHL8oJ4As=">AAACIXicbVDLSsNAFJ34rPXV6tLNYBFclaRUdFlw47KifUAbymR6W4dOJmHmRikhn+BWP8CvcSfuxJ8xiVnY1rM6nHMv53C8UAqDtv1lra1vbG5tl3bKu3v7B4eV6lHXBJHm0OGBDHTfYwakUNBBgRL6oQbmexJ63uw683uPoI0I1D3OQ3B9NlViIjjDVLrTo8aoUrPrdg66SpyC1EiB9qhqlYbjgEc+KOSSGTNw7BDdmGkUXEJSHkYGQsZnbAqDlCrmg3HjvGtCzyLDMKAhaCokzUX4+xEz35i576WXPsMHs+xl4n/eIMLJlRsLFUYIimdBKCTkQYZrkY4AdCw0ILKsOVChKGeaIYIWlHGeilG6ykKgH0kUOnhKFtU03PMCmaTbOctLrZJuo+406xe3zVqrWaxYIifklJwTh1ySFrkhbdIhnEzJM3khr9ab9W59WJ+/p2tW8XNMFmB9/wCLl6PT</latexit>

Leader

<latexit sha1_base64="l3J+frUYZDkXFyob1q3hAzBRzbk=">AAACKnicbVDLTgJBEJz1ifgCPXqZSEw8kV2C0SOJFw8eMJFHAhvSOzQ4YfaRmV4N2exveNUP8Gu8Ea9+iLvIQcA6Vaq6U5XyIiUN2fbM2tjc2t7ZLewV9w8Oj45L5ZO2CWMtsCVCFequBwaVDLBFkhR2I43gewo73uQ29zvPqI0Mg0eaRuj6MA7kSAqgTOonfSP4PcIQdTooVeyqPQdfJ86CVNgCzUHZKvSHoYh9DEgoMKbn2BG5CWiSQmFa7McGIxATGGMvowH4aNxkXjrlF7EBCnmEmkvF5yL+/UjAN2bqe9mlD/RkVr1c/M/rxTS6cRMZRDFhIPIgkgrnQUZoma2BfCg1EkHeHLkMuAANRKglByEyMc7mWQr0Y0VShy/pspqFe16o8u2c1aXWSbtWderVq4dapVFfrFhgZ+ycXTKHXbMGu2NN1mKCReyVvbF368P6tGbW1+/phrX4OWVLsL5/ACI4p78=</latexit>

Avanguard1

<latexit sha1_base64="eK7nQXG9VL7oDByIHHmViPPYync=">AAACMHicbVDLSgNBEJyNr/iOevQyGARPYVcieox48RjBPCAJoXfSxsHZ2WWmJyJL/sSrfoBfoyfx6le4G/dg1DoVVd1UUWGipCXff/NKC4tLyyvl1bX1jc2t7crObtvGzghsiVjFphuCRSU1tkiSwm5iEKJQYSe8u8j9zgSNlbG+pocEBxGMtbyRAiiThpVK2reCn09Ajx2YUTAdVqp+zZ+B/yVBQaqsQHO445X7o1i4CDUJBdb2Aj+hQQqGpFA4Xes7iwmIOxhjL6MaIrSDdFZ9yg+dBYp5goZLxWci/vxIIbL2IQqzywjo1v72cvE/r+fo5myQSp04Qi3yIJIKZ0FWGJltgnwkDRJB3hy51FyAASI0koMQmeiykeYCI6dImvh+Oq9m4WEYq3y74PdSf0n7uBbUaydXx9VGvVixzPbZATtiATtlDXbJmqzFBJuwR/bEnr0X79V79z6+T0te8bPH5uB9fgHdyKmV</latexit>

Avanguard

<latexit sha1_base64="8Cya1h2Pbqo9vMT5qGNGGGUmgmM=">AAACL3icbVDLSgNBEJz1Gd+JHr0MBsFT2BVFjxEvHiOYREhC6J104pDZ2WWmRwlLvsSrfoBfI17Eq3/hbtyDUetUVHVTRYWJkpZ8/81bWFxaXlktra1vbG5t75Qruy0bOyOwKWIVm9sQLCqpsUmSFN4mBiEKFbbD8WXut+/RWBnrG5ok2ItgpOVQCqBM6pd30q4V/OIe9MiBGUz75apf82fgf0lQkCor0OhXvFJ3EAsXoSahwNpO4CfUS8GQFAqn611nMQExhhF2MqohQttLZ82n/NBZoJgnaLhUfCbiz48UImsnUZhdRkB39reXi/95HUfD814qdeIItciDSCqcBVlhZDYJ8oE0SAR5c+RScwEGiNBIDkJkoss2mguMnCJp4ofpvJqFh2Gs8u2C30v9Ja3jWnBSO70+rtZPihVLbJ8dsCMWsDNWZ1eswZpMMMce2RN79l68V+/d+/g+XfCKnz02B+/zC14QqVo=</latexit>

Bh

<latexit sha1_base64="jI+Lg/BuaBiUHmDeU6Ft3xoeOwg=">AAACJnicbVDLSsNAFJ34rPXV6tLNYBFclaQI6q7oxmUF+4A2lMn0th06k4SZG6WE/IRb/QC/xp2IOz/FJGZhW8/qcM69nMPxQikM2vaXtba+sbm1Xdop7+7tHxxWqkcdE0SaQ5sHMtA9jxmQwoc2CpTQCzUw5UnoerPbzO8+gjYi8B9wHoKr2MQXY8EZplIvHhhOb6bJsFKz63YOukqcgtRIgdawapUGo4BHCnzkkhnTd+wQ3ZhpFFxCUh5EBkLGZ2wC/ZT6TIFx47xwQs8iwzCgIWgqJM1F+PsRM2XMXHnppWI4NcteJv7n9SMcX7mx8MMIwedZEAoJeZDhWqRLAB0JDYgsaw5U+JQzzRBBC8o4T8UonWYhUEUShQ6ekkU1Dfe8QGbbOctLrZJOo+5c1K/vG7WmXaxYIifklJwTh1ySJrkjLdImnEjyTF7Iq/VmvVsf1ufv6ZpV/ByTBVjfP6papfQ=</latexit>

(b) Example of a run where the termination is
due to Avanguard. At round r1 Avanguard
and Leader are free to go while Retroguard is
blocked (at most one edge can be removed at each
round). At round r2 − 1 Avanguard enters in the
black hole. At round r2 Avanguard fails to report.

Figure 2: Example runs of algorithm CautiousPendulum. The black hole is the node Bh and it is indicated
by a black dot. When no edge is missing agents move as follows. The Retroguard moves in the counter-
clockwise direction, while Avanguard and Leader move in clockwise direction. The Avanguard and
the Leader move in a coordinated way: the Avanguard goes forward, then back and at this point
both do a step forward (see the zig-zag line of Avanguard). Agent Retroguard moves as a pendulum
exploring a new node left at each swing. In Figure 2a is depicted a termination due to the failure to
report by Retroguard. In Figure 2b the termination is due to the failure to report by Avanguard.

Correctness In this section we prove the correctness of algorithm CautiousPendulum described in the
previous section (refer to the pseudocode of Algorithms 1, 2, and 3).

Lemma 6. Consider three agents executing CautiousPendulum. Let r be the first round in which one
agent enters the black hole. We have r = O(n2).

Proof. Recall that Retroguard moves counter-clockwise of nextTarget steps, and then it moves clock-
wise until it meets Leader: the distance it travels during this movement is upper bounded by 2n. This
implies that if Retroguard is not blocked by a missing edge, it explores a new node every 2n rounds
at most. Since at most one edge is missing at each round, and since by construction Avanguard moves
clockwise and Retroguard moves counter-clockwise exploring disjoint portion of the rings, they can
never be both blocked at the same round. Moreover, if one of them is blocked for 2n rounds (even not
consecutively), the other explores at least a node. It follows that at least one new node is explored by
one of these two agents every (at most) O(n) rounds. The above implies that, in at most O(n2) rounds,
Retroguard or Avanguard reaches the black hole.

Observation 3. Consider three agents executing CautiousPendulum. The leader never enters in the Bh.

Proof. The Leader moves into a node only after Avanguard explored it and went back to signal the
node as safe: therefore, Leader can never enter the black hole.

Lemma 7. Consider three agents executing CautiousPendulum. Let r be the round in which one agent
enters Bh. Then Leader terminates by a round rf = r +O(n2).

Proof. By Observation 3, at round r Avanguard or Retroguard entered the black hole. First observe
that for the Leader we always have #Meets[Retroguard] ≤ n and Tnodes ≤ n. The bound Tnodes ≤ n
follows from the fact that the Leader cannot do more than n steps otherwise it would enter the black
hole. The bound #Meets[Retroguard] ≤ n derives from the fact that Retroguard explores a new
node (in counter-clockwise direction) for each meeting with Leader; thus, after at most n meetings,
Retroguard entered the black hole. We distinguish the two possible cases:
1) Avanguard reaches the black hole at round r. By construction, at round r the Leader is in state
Cautious in the counter-clockwise neighbor of the black hole. If edge e between the Leader and the
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black hole is present at a round r′ > r, then Leader will not see Avanguard returning at round r′+ 1;
hence, it terminates by predicate FailedReport[Avanguard]. Therefore, let us assume that edge e is
missing from round r on. In this case, Retroguard cannot be blocked and will explore a new node
every at most 2n rounds (recall that Retroguard oscillates). Now, the only scenario that can occur
is that also Retroguard enters the black hole (from the counter-clockwise neighbor of the black hole):
again, no more than one edge is missing and it has to be e, therefore, Retroguard is never blocked.
Consequently, in O(n2) rounds Retroguard enters in the black hole. Recall, that at this moment
on the Leader we have #Meets[Retroguard] ≤ n and Tnodes ≤ n. Therefore, after O(n) additional
rounds Retroguard will fail to report to Leader, and the predicate FailedReport[Retroguard] =
EMtime[C] > 2n+ 2 > 2 ∗ ((#Meets[Retroguard] + 1) + Tnodes) will be verified.
2) Retroguard reaches the black hole at round r. Let us suppose the Leader is at a node v whose
clockwise edge is missing; if this edge is missing for more than 2 · n rounds, then the failure to report
of Retroguard triggers, and the Leader terminates. Therefore, let us assume that no edge in the
clockwise direction of movement of Leader is ever missing for more than 2 · n rounds. In this case,
Leader and Avanguard will eventually reach the black hole from the clockwise direction, in at most
in O(n2) rounds. Once Avanguard enters the black hole, Leader terminates in at most 2 · n rounds,
either by the failure to report check by Retroguard (see predicate FailedReport[Retroguard]) or by
Avanguard not returning to Leader (predicate FailedReport[Avanguard]).

Lemma 8. Consider three agents executing CautiousPendulum. If the Leader terminates then it cor-
rectly locates the Bh.

Proof. We first discuss the relationship between variables #Meets[Retroguard] and Tnodes on Leader
and the behaviour of Retroguard. Retroguard moves counter-clockwise of nextTarget steps, and
then it moves clockwise until it meets Leader. When Retroguard meets with the leader its variable
Enodes contains the number of edges traversed from the last explored node, in counter-clockwise direc-
tion, and the Leader, at this point Retroguard updates its nextTarget as nextTarget = Enodes+1,
and the Leader updates #Meets[Retroguard] = #Meets[Retroguard] + 1. It is thus clear that the
next node Retroguard will explore is at distance #Meets[Retroguard]+1 from v0 in the clockwise ori-
entation (nextTarget starts from 1). It is also clear that, considering the variables #Meets[Retroguard]
and Tnodes on Leader, the quantity 2 ∗ ((#Meets[Retroguard] + 1) + Tnodes) is an upper bound on
the number of edges that Retroguard traverses to explore a new node and go back to Leader.
We can now prove our claim by a cases analysis on the possible termination cases:
- Leader terminates in state TerminateA on node v at round r: in this case,
FailedReport[Avanguard]= Etime > EMtime[C] is verified when Leader is in state Cautious. That
is, there has been at least one round in which the clockwise edge incident to v was present. Let the
round r′. By construction, in a round r′′ < r′ Avanguard moved in the clockwise direction (recall that
Leader is in state Cautious); but at round r′ the edge is not missing and agent Avanguard did not
return. It follows that Avanguard moved into the black hole, hence Leader can correctly compute its
position.
- Leader terminates in state TerminateR on node v at round r: in this case,
FailedReport[Retroguard]= vMtime[C] > 2∗((#Meets[Retroguard]+1)+Tnodes) is verified. That is,
the clockwise edge incident to v has been missing for at least 2 ∗ ((#Meets[Retroguard] + 1) + Tnodes)
rounds. Since at most one edge can be missing at each round, this interval of time is sufficient for
Retroguard to reach an unexplored node at distance #Meets[Retroguard] + 1 from v0 in counter-
clockwise orientation, and then go back to Leader (recall that Leader is at distance Tnodes from
v0 in the clockwise orientation). This implies that Retroguard entered the black hole, at distance
#Meets[Retroguard] + 1 from v0 in the counter-clockwise direction. Hence, also in this case, Leader
can correctly compute the position of the black hole.

Theorem 9. Consider a dynamic ring R, with three colocated agents with distinct IDs in the Vision
model. Algorithm CautiousPendulum solves Bhs with O(n2) moves and in O(n2) rounds.

Proof. By Lemma 6 and Observation 3 we have that at a round r = O(n2) Retroguard or Avanguard
entered the black hole while the Leader remains alive. By Lemma 7 we have that at a round rf =
r+O(n2) the Leader terminates, and by Lemma 8 it correctly locates the Bh. The fact that no other
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agent terminates incorrectly it is immediate from the observation that Retroguard and Avanguard
have no terminating state.

Summarizing, by Th. 5 and Th. 9 we have:

Theorem 10. Algorithm CautiousPendulum is size-optimal with optimal cost and time.

5.1 Exogenous Communication Mechanisms

Note that, with the exogenous communication mechanisms, anonymous agents on the same node can
easily break the symmetry and assume different Identifiers by exploiting the mutual exclusion nature of
pebbles and whiteboards.

As for the ability of agents to interact, we can observe that, even in the simpler pebble model, any
communication between agents located at the same node is easy to achieve (e.g., two agents may exchange
messages of any size using a communication protocol in which they send one bit every constant number of
rounds). Therefore, in this section we can assume that the agents are able to communicate. Specifically,
the communication of constant size messages is assumed to be instantaneous, since it can implemented
trivially by a multiplexing mechanism (the logical rounds are divided in a constant number of physical
round, the first of which is used to execute the actual algorithm and the others to communicate).

5.1.1 Lower bound on Cost and Time

The lower bound of Theorem 5 does not hold when employing one of the proposed exogenous commu-
nication mechanisms. We now show lower bounds of Ω(n1.5) on cost and time complexity; the lower
bounds hold even employing the strongest of the exogenous mechanisms: whiteboards.

Theorem 11. Given a dynamic ring R in the Whiteboard model, any algorithm A solving Bhs with
three agents requires Ω(n1.5) moves and Ω(n1.5) rounds even if the agents are colocated and have distinct
IDs.

Proof. Let a, b and c be the tree agents. By Lemma 4, if A terminates in o(n · √n) moves, then there
is an agent, say a, that explores a sequence S = v1, v2, . . . , vk of Ω(

√
n) consecutive nodes while it

does not communicate with any other agent. Let us suppose that the black hole is in S. Recall that a
communicated with the other agents only before starting the exploration of S. Hence, when a reaches
Bh, neither b nor c know the exact location of the node a was visiting when it entered the black hole.
In the best case, when a disappears, agents b and c know that Bh is in sector S, but they do not know
the exact location of Bh in S (refer to Figure 3).

Since, by hypothesis, nodes are equipped with whiteboards, it is possible that a wrote on a set of
nodes Q the exact location of Bh. However, by Lemma 4, when a reaches the black hole Bh, neither b
nor c visited one of the nodes in Q. Without loss of generality, let us assume that Q is a set of contiguous
nodes placed at the counter-clockwise side of the Bh (see Figure 3). By Lemma 4, |Q| = o(n).

Also, let C be the cut of the ring that includes both b and c (i.e., C ∩ Q = ∅). By Observation 2,
if b and c want to visit a node outside C, then one of them has to try to traverse the clockwise edge
connecting C with other nodes in V , while the other agent has to do the same in the counter-clockwise
direction. Algorithm A may identify the black hole only in two possible ways: either one agent visits a
node in Q; or an agent, say b, reaches Bh while a knows the next node b is just about to visit.

Let eq be the edge connecting a node in Q to a node in V \ S, and let es0 be the edge connecting a
node in S to a node in V \Q (see Figure 3). We now establish the following strategy for an adversarial
scheduler that decides which edge is missing: the adversary removes the edges such that no agent will
ever traverse eq (this can be achieved by always removing eq when an agent is present on a node with
eq incident). Moreover, the adversary never let agents continue their exploration on S as long as one of
them is not trying to traverse eq. As an example as long as v1 is never explored the adversary always
remove es0 but when an agent may traverse eq, when v1 is explored the same behaviour will be applied
to es1 = (v1, v2), and so on. Thanks to this strategy, no agent will ever learn the location of Bh by
visiting a node in Q.

Therefore, an agent is forced to reach the black hole by using a counter-clockwise edge (es2 in Figure 3).
Let us assume that b is the agent that traverses for the first time an edge esj = (vj , vj+1) with vj ∈ S.
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Figure 3: Pictorial representation for the lower bound of n
√
n: the zone S is a set of contiguous nodes

where the black hole could be located, the zone Q represents all nodes where a wrote information about
the location of s.

Note that it might be possible that is not always b to do that, but each time agent cross each other we
may simply assume they swap also identity.

The strategy of the scheduler forces a to try to traverse eq each time b traverses a new esj . Also, b
needs to communicate with a after every newly explored node in S: otherwise, if b explores two nodes
without communicating with a and one is the black hole, then a cannot disambiguate which one is Bh
(the adversary can perpetually block a on two neighbor nodes by a careful removal of edges).

Finally, m = Θ(n) moves are necessary for b to be able to communicate with a: in fact, a is trying
to traverse eq when b traverses an esj . Therefore, m|S| moves are required to identify a black hole in
S. The bound now follows immediately from the fact that |S| = Ω(

√
n). The bound on the number

of rounds follow immediately from the fact that a constant number of agents needs Ω(
√
n) rounds to

perform Ω(
√
n) moves.

5.1.2 An Optimal Solution: CautiousDoubleOscillation

We now describe the CautiousDoubleOscillation, that is an optimal solution in the weakest of the two
exogenous communication mechanisms (i.e., the Pebble model).

Primitives and Pseudocode Conventions in the Pebble model In our algorithm we use the
term mark to and unmark to indicate that an agent is leaving/removing the pebble from a node. Besides
the Explore procedure described in Section 4, we also use procedure CautiousExplore. Cautious-
Explore makes an agent perform a cautious walk using the pebbles: the agent marks a node, moves in
the dir direction, then it goes back, unmarks the node, and move again in the dir direction. Moreover,
to verify predicate meeting[x] in this context, the concerned agents should not be trying to unmark a
node (otherwise they are not considered to have met).

Note that this can be implemented by sending messages as discussed at the beginning of Section 5.1.
Finally, we define predicate marked to be verified when the agent resides in a marked node.

High level description The algorithm structure is reminiscent of a pendulum that oscillates with
two different amplitudes. At the start Retroguard oscillates by increasing its counter-clockwise am-
plitude of

√
n nodes at times: in other words, Retroguard explores at each oscillation a sector of

√
n
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contiguous nodes before reporting to Leader. While exploring a sector, Retroguard uses the pebble
to perform a cautious walk. As long as Retroguard is alive, the Leader and the Avanguard act as
in CautiousPendulum.

The Leader detects when, and if, Retroguard reached the black hole by using a timeout strategy.
Such a timeout strategy is designed in order to not trigger in case Retroguard is just blocked by an
edge (see the detailed description).

In case Retroguard entered the black hole, the Leader knows the sector that Retroguard was
exploring (Leader keeps track of the sector by counting the number of times it met Retroguard).
Since this sector contains the black hole, it will be denoted as dangerous sector.

When (and if) Retroguard fails to report, the Leader starts moving counter-clockwise looking
for the last node marked by Retroguard, while Avanguard starts exploring the dangerous sector in
the clockwise direction.

The exploration of the sector by Avanguard is done in a cautious way, by reporting back to Leader
for each newly explored node in this sector (at each swing, the amplitude of Avanguard increases of
only 1 node); thanks to this strategy, Leader knows which node Avanguard is exploring. Note that,
if Avanguard is not blocked by a missing edge it enters in the black hole in O(n

√
n) rounds.

At the end, either Leader reaches the pebble left by Retroguard (and thus, it knows where the
black hole is), or Avanguard will enter the black hole and it fails to report to Leader (also in this case
Leader can correctly compute the position of the black hole).

Detailed description The pseudocode for CautiousDoubleOscillation is in Algorithms 4, 5, and 6. Also,
in Figure 4, two executions are reported.

As long as Retroguard is not detected dead, the behavior of Leader and Avanguard is the same
as in CautiousPendulum. Retroguard explores counter-clockwise, in a cautious way, sectors of size

√
n

(states Init and Bounce of Algorithm 4).
Once Retroguard explored a sector, it reaches Leader to report, by moving clockwise (state

Return of Algorithm 4). Once the report is over, Retroguard moves counter-clockwise until it reaches
the end of the next unexplored sector (see the update of Esteps in state Bounce; see also the example
reported in Figure 4a).

If Retroguard fails to report back to Leader, then Leader goes into the Detection state by
using a timeout strategy: the transition occurs when the number of rounds from the last meet with
Retroguard is 7((#Meets[Retroguard] + 1)

√
n+ Tnodes).

Note that the quantity (#Meets[Retroguard] + 1)
√
n+Tnodes is an upper bound on the maximum

distance from Leader and Retroguard: the first component (#Meets[Retroguard] + 1)
√
n is the

counter-clockwise distance between the last node of the sector under exploration and v0, the second
quantity Tnodes is the clockwise distance between the actual position of Leader and v0 (in the proof
will become apparent why we need to multiply this quantity by the constant 7). We remark that the factor
Tnodes avoid that the Leader timeous if Retroguard is blocked on an edge, as long as Retroguard
is blocked the Leader moves increasing Tnodes and delaying the timeout.

Once in state Detection, the Leader walks counter-clockwise trying to reach the last node marked
by Retroguard (see state Detection of Algorithm 6). In state Detection the Leader also resets
#Meets[Avanguard] to 0, since it is interested in counting the number of times it meets Avanguard
from the state switch. A Leader in Detection state terminates if either it finds the marked node, or 3n
rounds passed without meeting Avanguard (refer again to the example of Figure 4a).

The Avanguard detects that Retroguard disappeared by recognizing that the Leader moved in
a way that is not compatible with the simulated cautious walk. More specifically, Avanguard goes into
the SearchLeader state if in state NewNode or state Move it does not see the Leader.

While in this state, Avanguard moves counter-clockwise until it meets Leader; when (and if) this
occurs, they both start a communication protocol in which Avanguard reads the variable #Meets[Retroguard]
from Leader’s memory1, and it starts oscillating between state Detection2 and Return1. The behavior
of Avanguard in these two states is as follows: Avanguard goes clockwise until it reaches the first
unexplored node in the dangerous sector (the sector that Retroguard was exploring when failed to

1Recall that at the beginning of Section 5.1 we discussed how pebbles can be used to communicate messages of non-
constant size.
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Ring

Removed edge

<latexit sha1_base64="KlepczXIferH73axTG+ZU7AVo5w=">AAACKnicbVBLTgJBFOzBH+IPdOmmIzFxRWYIRpckblyikU8CE9LTPLBD9/Sk+w2GEK7hVg/gadwRtx7EGZyFgLWqVL2XqlQQSWHRdRdObmt7Z3cvv184ODw6PimWTltWx4ZDk2upTSdgFqQIoYkCJXQiA0wFEtrB+C712xMwVujwCacR+IqNQjEUnGEi9R5B6QkMKAxG0C+W3Yq7BN0kXkbKJEOjX3LyvYHmsYIQuWTWdj03Qn/GDAouYV7oxRYixsdsBN2EhkyB9WfL0nN6GVuGmkZgqJB0KcLfjxlT1k5VkFwqhs923UvF/7xujMNbfybCKEYIeRqEQsIyyHIjkjWADoQBRJY2BypCyplhiGAEZZwnYpzMsxKoYonC6Jf5qpqEB4GW82Q7b32pTdKqVrxa5fqhWq7XshXz5JxckCvikRtSJ/ekQZqEk4i8kjfy7nw4n87C+fo9zTnZzxlZgfP9Awcmp68=</latexit>

v0

<latexit sha1_base64="k59hn+oyg2y+1W8ZPcjDp9N6ZFU=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06eTBzp1JCPsGtfoBf407ciT9jErOw1bM6nHMv53C8SAqNtv1pldbWNza3ytuVnd29/YNq7bCrQ6M4dHgoQ9X3mAYpAuigQAn9SAHzPQk9b3ad+b05KC3C4B4XEbg+mwZiIjjDVLqbj+xRtW437Bz0L3EKUicF2qOaVR6OQ258CJBLpvXAsSN0Y6ZQcAlJZWg0RIzP2BQGKQ2YD9qN864JPTWaYUgjUFRImovw+yNmvtYL30svfYYPetXLxP+8gcHJlRuLIDIIAc+CUEjIgzRXIh0B6FgoQGRZc6AioJwphghKUMZ5Kpp0laVA30gUKnxMltU03PNCmaTbOatL/SXd84bTbFzcNuutZrFimRyTE3JGHHJJWuSGtEmHcDIlT+SZvFiv1pv1bn38nJas4ueILMH6+gaPFaPV</latexit>

n

<latexit sha1_base64="WmUeyGy+o3Ww9i7I3IRcqTm8m8I=">AAACH3icbVDLTsJAFJ3iC/EFunQzkZi4Iq3B6JLEjUtI5JFAQ6bDBSdMp83MrYY0/QK3+gF+jTvjlr+xrV0IeFYn59ybc3K8UAqDtr20SlvbO7t75f3KweHR8Um1dtozQaQ5dHkgAz3wmAEpFHRRoIRBqIH5noS+N7/P/P4zaCMC9YiLEFyfzZSYCs4wlTpqXK3bDTsH3SROQeqkQHtcs8qjScAjHxRyyYwZOnaIbsw0Ci4hqYwiAyHjczaDYUoV88G4cd40oZeRYRjQEDQVkuYi/P2ImW/MwvfSS5/hk1n3MvE/bxjh9M6NhQojBMWzIBQS8iDDtUgnADoRGhBZ1hyoUJQzzRBBC8o4T8Uo3WQl0I8kCh28JKtqGu55gUzS7Zz1pTZJ77rhNBs3nWa91SxWLJNzckGuiENuSYs8kDbpEk6AvJI38m59WJ/Wl/X9e1qyip8zsgJr+QM+NqMq</latexit>

Leader

<latexit sha1_base64="l3J+frUYZDkXFyob1q3hAzBRzbk=">AAACKnicbVDLTgJBEJz1ifgCPXqZSEw8kV2C0SOJFw8eMJFHAhvSOzQ4YfaRmV4N2exveNUP8Gu8Ea9+iLvIQcA6Vaq6U5XyIiUN2fbM2tjc2t7ZLewV9w8Oj45L5ZO2CWMtsCVCFequBwaVDLBFkhR2I43gewo73uQ29zvPqI0Mg0eaRuj6MA7kSAqgTOonfSP4PcIQdTooVeyqPQdfJ86CVNgCzUHZKvSHoYh9DEgoMKbn2BG5CWiSQmFa7McGIxATGGMvowH4aNxkXjrlF7EBCnmEmkvF5yL+/UjAN2bqe9mlD/RkVr1c/M/rxTS6cRMZRDFhIPIgkgrnQUZoma2BfCg1EkHeHLkMuAANRKglByEyMc7mWQr0Y0VShy/pspqFe16o8u2c1aXWSbtWderVq4dapVFfrFhgZ+ycXTKHXbMGu2NN1mKCReyVvbF368P6tGbW1+/phrX4OWVLsL5/ACI4p78=</latexit>

Avanguard

<latexit sha1_base64="8Cya1h2Pbqo9vMT5qGNGGGUmgmM=">AAACL3icbVDLSgNBEJz1Gd+JHr0MBsFT2BVFjxEvHiOYREhC6J104pDZ2WWmRwlLvsSrfoBfI17Eq3/hbtyDUetUVHVTRYWJkpZ8/81bWFxaXlktra1vbG5t75Qruy0bOyOwKWIVm9sQLCqpsUmSFN4mBiEKFbbD8WXut+/RWBnrG5ok2ItgpOVQCqBM6pd30q4V/OIe9MiBGUz75apf82fgf0lQkCor0OhXvFJ3EAsXoSahwNpO4CfUS8GQFAqn611nMQExhhF2MqohQttLZ82n/NBZoJgnaLhUfCbiz48UImsnUZhdRkB39reXi/95HUfD814qdeIItciDSCqcBVlhZDYJ8oE0SAR5c+RScwEGiNBIDkJkoss2mguMnCJp4ofpvJqFh2Gs8u2C30v9Ja3jWnBSO70+rtZPihVLbJ8dsCMWsDNWZ1eswZpMMMce2RN79l68V+/d+/g+XfCKnz02B+/zC14QqVo=</latexit>

p
n

<latexit sha1_base64="/oDKirEIRgzNHQYiLokNpmy1pKg=">AAACJnicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcsK9gFtKJPpbR06mcSZG6WE/IRb/QC/xp2IOz/FJGZhW8/qcM69nMPxQikM2vaXVVpb39jcKm9Xdnb39g+qtcOuCSLNocMDGei+xwxIoaCDAiX0Qw3M9yT0vNl15vceQRsRqDuch+D6bKrERHCGqdQfmgeNsUpG1brdsHPQVeIUpE4KtEc1qzwcBzzyQSGXzJiBY4foxkyj4BKSyjAyEDI+Y1MYpFQxH4wb54UTehoZhgENQVMhaS7C34+Y+cbMfS+99Bnem2UvE//zBhFOrtxYqDBCUDwLQiEhDzJci3QJoGOhAZFlzYEKRTnTDBG0oIzzVIzSaRYC/Uii0MFTsqim4Z4XyGw7Z3mpVdI9bzjNxsVts95qFiuWyTE5IWfEIZekRW5Im3QIJ5I8kxfyar1Z79aH9fl7WrKKnyOyAOv7B7NUpo4=</latexit>

Marked node

<latexit sha1_base64="fSY2dA7Dk3P6e1vIABJVEi7VK0o=">AAACMnicbVDLSgNBEJz1GeMriUcvg0HwFHZF0WPAixchgnlAEkLvpNUhszPLTK8PlvyKV/0Af0Zv4tWPcDfmYIx1Kqq6qaLCWElHvv/mLSwuLa+sFtaK6xubW9ulcqXlTGIFNoVRxnZCcKikxiZJUtiJLUIUKmyHo7Pcb9+hddLoK3qMsR/BjZbXUgBl0qBU6RE+UHoBdoRDrs0Qx4NS1a/5E/B5EkxJlU3RGJS9Qm9oRBKhJqHAuW7gx9RPwZIUCsfFXuIwBjGCG+xmVEOErp9Oyo/5fuKADI/Rcqn4RMTfHylEzj1GYXYZAd26v14u/ud1E7o+7adSxwmhFnkQSYWTICeszFZBPpQWiSBvjlxqLsACEVrJQYhMTLKZZgKjRJG05n48q2bhYWhUvl3wd6l50jqsBUe148vDav1oumKB7bI9dsACdsLq7Jw1WJMJ9sCe2DN78V69d+/D+/w5XfCmPztsBt7XNynTqsg=</latexit>

Unmarked node

<latexit sha1_base64="GhaEnOXsPlnEKZq9/3wKZvxDIa8=">AAACNHicbVDLSgNBEJz1GeMrPm5eBoPgKexKRI+CF48KRoUkhN5JR4fMY5npVeOSf/GqH+C/CN7Eq9/gbszBqHUqqrqpouJESU9h+BpMTc/Mzs2XFsqLS8srq5W19QtvUyewIayy7ioGj0oabJAkhVeJQ9Cxwsu4f1z4l7fovLTmnAYJtjVcG9mTAiiXOpXNFuE9ZQ2jwfWxy43t4rBTqYa1cAT+l0RjUmVjnHbWglKra0Wq0ZBQ4H0zChNqZ+BICoXDciv1mIDowzU2c2pAo29no/pDvpN6IMsTdFwqPhLx50cG2vuBjvNLDXTjf3uF+J/XTKl32M6kSVJCI4ogkgpHQV44me+CvCsdEkHRHLk0XIADInSSgxC5mOZDTQTqVJF09m44qebhcWxVsV30e6m/5GKvFtVr+2d71aP6eMUS22LbbJdF7IAdsRN2yhpMsAf2yJ7Yc/ASvAXvwcf36VQw/tlgEwg+vwANjau/</latexit>

r0

<latexit sha1_base64="ZsngdPOKgvXZiLQgDyhtTWNbOi8=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06mYSZG6WEfIJb/QC/xp24E3/GJGZhW8/qcM69nMPxQikM2vaXVVpb39jcKm9Xdnb39g+qtcOuCSLNocMDGei+xwxIoaCDAiX0Qw3M9yT0vNl15vceQRsRqHuch+D6bKrERHCGqXSnR/aoWrcbdg66SpyC1EmB9qhmlYfjgEc+KOSSGTNw7BDdmGkUXEJSGUYGQsZnbAqDlCrmg3HjvGtCTyPDMKAhaCokzUX4+xEz35i576WXPsMHs+xl4n/eIMLJlRsLFUYIimdBKCTkQYZrkY4AdCw0ILKsOVChKGeaIYIWlHGeilG6ykKgH0kUOnhKFtU03PMCmaTbOctLrZLuecNpNi5um/VWs1ixTI7JCTkjDrkkLXJD2qRDOJmSZ/JCXq036936sD5/T0tW8XNEFmB9/wCIIaPR</latexit>

r1

<latexit sha1_base64="S2VJmvgffyjzKfeJvPortlM7v24=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06mYSZG6WEfIJb/QC/xp24E3/GJGZhW8/qcM69nMPxQikM2vaXVVpb39jcKm9Xdnb39g+qtcOuCSLNocMDGei+xwxIoaCDAiX0Qw3M9yT0vNl15vceQRsRqHuch+D6bKrERHCGqXSnR86oWrcbdg66SpyC1EmB9qhmlYfjgEc+KOSSGTNw7BDdmGkUXEJSGUYGQsZnbAqDlCrmg3HjvGtCTyPDMKAhaCokzUX4+xEz35i576WXPsMHs+xl4n/eIMLJlRsLFUYIimdBKCTkQYZrkY4AdCw0ILKsOVChKGeaIYIWlHGeilG6ykKgH0kUOnhKFtU03PMCmaTbOctLrZLuecNpNi5um/VWs1ixTI7JCTkjDrkkLXJD2qRDOJmSZ/JCXq036936sD5/T0tW8XNEFmB9/wCJ3KPS</latexit>

r2

<latexit sha1_base64="ZPPRW8LkRiNV2v6SretHL8oJ4As=">AAACIXicbVDLSsNAFJ34rPXV6tLNYBFclaRUdFlw47KifUAbymR6W4dOJmHmRikhn+BWP8CvcSfuxJ8xiVnY1rM6nHMv53C8UAqDtv1lra1vbG5tl3bKu3v7B4eV6lHXBJHm0OGBDHTfYwakUNBBgRL6oQbmexJ63uw683uPoI0I1D3OQ3B9NlViIjjDVLrTo8aoUrPrdg66SpyC1EiB9qhqlYbjgEc+KOSSGTNw7BDdmGkUXEJSHkYGQsZnbAqDlCrmg3HjvGtCzyLDMKAhaCokzUX4+xEz35i576WXPsMHs+xl4n/eIMLJlRsLFUYIimdBKCTkQYZrkY4AdCw0ILKsOVChKGeaIYIWlHGeilG6ykKgH0kUOnhKFtU03PMCmaTbOctLrZJuo+406xe3zVqrWaxYIifklJwTh1ySFrkhbdIhnEzJM3khr9ab9W59WJ+/p2tW8XNMFmB9/wCLl6PT</latexit>

r3

<latexit sha1_base64="plfkRtnywIkkqCd39pftApfaXZY=">AAACIXicbVDLSsNAFJ34rPXV6tLNYBFclUQruiy4cVnRPqANZTK9rUMnmTBzo5SQT3CrH+DXuBN34s+YxCxs61kdzrmXczheKIVB2/6yVlbX1jc2S1vl7Z3dvf1K9aBjVKQ5tLmSSvc8ZkCKANooUEIv1MB8T0LXm15nfvcRtBEquMdZCK7PJoEYC84wle708HxYqdl1OwddJk5BaqRAa1i1SoOR4pEPAXLJjOk7dohuzDQKLiEpDyIDIeNTNoF+SgPmg3HjvGtCTyLDUNEQNBWS5iL8/YiZb8zM99JLn+GDWfQy8T+vH+H4yo1FEEYIAc+CUEjIgwzXIh0B6EhoQGRZc6AioJxphghaUMZ5KkbpKnOBfiRRaPWUzKtpuOcpmaTbOYtLLZPOWd1p1C9uG7Vmo1ixRI7IMTklDrkkTXJDWqRNOJmQZ/JCXq036936sD5/T1es4ueQzMH6/gGNUqPU</latexit>

r4

<latexit sha1_base64="qRvDT+iPrcHQZm7vJVmS9BmcLBI=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06mYSZG6WEfIJb/QC/xp24E3/GJGZhW8/qcM69nMPxQikM2vaXVVpb39jcKm9Xdnb39g+qtcOuCSLNocMDGei+xwxIoaCDAiX0Qw3M9yT0vNl15vceQRsRqHuch+D6bKrERHCGqXSnR81RtW437Bx0lTgFqZMC7VHNKg/HAY98UMglM2bg2CG6MdMouISkMowMhIzP2BQGKVXMB+PGedeEnkaGYUBD0FRImovw9yNmvjFz30svfYYPZtnLxP+8QYSTKzcWKowQFM+CUEjIgwzXIh0B6FhoQGRZc6BCUc40QwQtKOM8FaN0lYVAP5IodPCULKppuOcFMkm3c5aXWiXd84bTbFzcNuutZrFimRyTE3JGHHJJWuSGtEmHcDIlz+SFvFpv1rv1YX3+npas4ueILMD6/gGPDaPV</latexit>

Retroguard

<latexit sha1_base64="dFD4dx58n3gH38dflmRGgfTILJI=">AAACMHicbVDLSgNBEJz1Gd+JHr0MBsFT2A2KHgNePEYxD0hC6J20ccjszjLTEwlL/sSrfoBfoyfx6le4G3Mwap2Kqm6qqDBR0pLvv3lLyyura+uFjc2t7Z3dvWJpv2m1MwIbQitt2iFYVDLGBklS2E4MQhQqbIWjy9xvjdFYqeNbmiTYi2AYyzspgDKpXyymXSv4DZLRQwdmMO0Xy37Fn4H/JcGclNkc9X7JK3QHWrgIYxIKrO0EfkK9FAxJoXC62XUWExAjGGInozFEaHvprPqUHzsLpHmChkvFZyL+/EghsnYShdllBHRvf3u5+J/XcXR30UtlnDjCWORBJBXOgqwwMtsE+UAaJIK8OXIZcwEGiNBIDkJkostGWgiMnCJp9MN0Uc3Cw1CrfLvg91J/SbNaCU4rZ9fVcu10vmKBHbIjdsICds5q7IrVWYMJNmaP7Ik9ey/eq/fufXyfLnnznwO2AO/zC3IJqeo=</latexit>

S0

<latexit sha1_base64="D/FF1NXrN2EUf9kzXlmkasIB+PI=">AAACIXicbVDLSsNAFJ2pr1pfrS7dDBbBVUmkosuCG5eV2ge0oUymt3Xo5MHMjVJCPsGtfoBf407ciT9jErOw1bM6nHMv53DcUEmDlvVJS2vrG5tb5e3Kzu7e/kG1dtgzQaQFdEWgAj1wuQElfeiiRAWDUAP3XAV9d36d+f0H0EYG/h0uQnA8PvPlVAqOqdTpjK1xtW41rBzsL7ELUicF2uMaLY8mgYg88FEobszQtkJ0Yq5RCgVJZRQZCLmY8xkMU+pzD4wT510TdhoZjgELQTOpWC7C74+Ye8YsPDe99Djem1UvE//zhhFOr5xY+mGE4IssCKWCPMgILdMRgE2kBkSeNQcmfSa45oigJeNCpGKUrrIU6EUKpQ4ek2U1DXfdQCXpdvbqUn9J77xhNxsXt816q1msWCbH5IScEZtckha5IW3SJYLMyBN5Ji/0lb7Rd/rxc1qixc8RWQL9+gZSPqOy</latexit>

S1

<latexit sha1_base64="5QZ7rsjfuKAcX316daC4b2hlHPQ=">AAACIXicbVDLSsNAFJ2pr1pfrS7dDBbBVUmkosuCG5eV2ge0oUymt3Xo5MHMjVJCPsGtfoBf407ciT9jErOw1bM6nHMv53DcUEmDlvVJS2vrG5tb5e3Kzu7e/kG1dtgzQaQFdEWgAj1wuQElfeiiRAWDUAP3XAV9d36d+f0H0EYG/h0uQnA8PvPlVAqOqdTpjO1xtW41rBzsL7ELUicF2uMaLY8mgYg88FEobszQtkJ0Yq5RCgVJZRQZCLmY8xkMU+pzD4wT510TdhoZjgELQTOpWC7C74+Ye8YsPDe99Djem1UvE//zhhFOr5xY+mGE4IssCKWCPMgILdMRgE2kBkSeNQcmfSa45oigJeNCpGKUrrIU6EUKpQ4ek2U1DXfdQCXpdvbqUn9J77xhNxsXt816q1msWCbH5IScEZtckha5IW3SJYLMyBN5Ji/0lb7Rd/rxc1qixc8RWQL9+gZT+aOz</latexit>

S2

<latexit sha1_base64="NE6up7EQroaaAD+G1KKnCaSdGEQ=">AAACIXicbVDLTsJAFJ3iC/EFunQzkZi4Ii3B6JLEjUsM8kigIdPhghOmnWbmVkMaPsGtfoBf4864M/6Mbe1CwLM6OefenJPjhVIYtO0vq7CxubW9U9wt7e0fHB6VK8ddoyLNocOVVLrvMQNSBNBBgRL6oQbmexJ63uwm9XuPoI1QwT3OQ3B9Ng3ERHCGidRuj+qjctWu2RnoOnFyUiU5WqOKVRyOFY98CJBLZszAsUN0Y6ZRcAmL0jAyEDI+Y1MYJDRgPhg3zrou6HlkGCoagqZC0kyEvx8x842Z+15y6TN8MKteKv7nDSKcXLuxCMIIIeBpEAoJWZDhWiQjAB0LDYgsbQ5UBJQzzRBBC8o4T8QoWWUp0I8kCq2eFstqEu55Si6S7ZzVpdZJt15zGrXLu0a12chXLJJTckYuiEOuSJPckhbpEE6m5Jm8kFfrzXq3PqzP39OClf+ckCVY3z9VtKO0</latexit>

Bh

<latexit sha1_base64="jI+Lg/BuaBiUHmDeU6Ft3xoeOwg=">AAACJnicbVDLSsNAFJ34rPXV6tLNYBFclaQI6q7oxmUF+4A2lMn0th06k4SZG6WE/IRb/QC/xp2IOz/FJGZhW8/qcM69nMPxQikM2vaXtba+sbm1Xdop7+7tHxxWqkcdE0SaQ5sHMtA9jxmQwoc2CpTQCzUw5UnoerPbzO8+gjYi8B9wHoKr2MQXY8EZplIvHhhOb6bJsFKz63YOukqcgtRIgdawapUGo4BHCnzkkhnTd+wQ3ZhpFFxCUh5EBkLGZ2wC/ZT6TIFx47xwQs8iwzCgIWgqJM1F+PsRM2XMXHnppWI4NcteJv7n9SMcX7mx8MMIwedZEAoJeZDhWqRLAB0JDYgsaw5U+JQzzRBBC8o4T8UonWYhUEUShQ6ekkU1Dfe8QGbbOctLrZJOo+5c1K/vG7WmXaxYIifklJwTh1ySJrkjLdImnEjyTF7Iq/VmvVsf1ufv6ZpV/ByTBVjfP6papfQ=</latexit>

(a) Example of a run where the termination is due to Leader finding the marked node. At round r0 Avanguard
and Leader are blocked by a missing edge. In the meanwhile agent Retroguard is exploring a sector of size

√
n:

note the marking and unmarking of nodes. At round r0 the Retroguard completes the exploration of the first
sector S0, and goes back to the Leader. After meeting with Leader, it starts exploring sector S1 (we are not
showing the cautious walk until the beginning of S1). At round r2 Retroguard enters in the black hole leaving
the counter-clockwise neigbhour marked. At round r3 the Leader detects the failure to report by Retroguard
and it changes direction of movement. At round r4 the Leader finds the marked node and terminates.

Ring

Removed edge

<latexit sha1_base64="KlepczXIferH73axTG+ZU7AVo5w=">AAACKnicbVBLTgJBFOzBH+IPdOmmIzFxRWYIRpckblyikU8CE9LTPLBD9/Sk+w2GEK7hVg/gadwRtx7EGZyFgLWqVL2XqlQQSWHRdRdObmt7Z3cvv184ODw6PimWTltWx4ZDk2upTSdgFqQIoYkCJXQiA0wFEtrB+C712xMwVujwCacR+IqNQjEUnGEi9R5B6QkMKAxG0C+W3Yq7BN0kXkbKJEOjX3LyvYHmsYIQuWTWdj03Qn/GDAouYV7oxRYixsdsBN2EhkyB9WfL0nN6GVuGmkZgqJB0KcLfjxlT1k5VkFwqhs923UvF/7xujMNbfybCKEYIeRqEQsIyyHIjkjWADoQBRJY2BypCyplhiGAEZZwnYpzMsxKoYonC6Jf5qpqEB4GW82Q7b32pTdKqVrxa5fqhWq7XshXz5JxckCvikRtSJ/ekQZqEk4i8kjfy7nw4n87C+fo9zTnZzxlZgfP9Awcmp68=</latexit>

v0

<latexit sha1_base64="k59hn+oyg2y+1W8ZPcjDp9N6ZFU=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06eTBzp1JCPsGtfoBf407ciT9jErOw1bM6nHMv53C8SAqNtv1pldbWNza3ytuVnd29/YNq7bCrQ6M4dHgoQ9X3mAYpAuigQAn9SAHzPQk9b3ad+b05KC3C4B4XEbg+mwZiIjjDVLqbj+xRtW437Bz0L3EKUicF2qOaVR6OQ258CJBLpvXAsSN0Y6ZQcAlJZWg0RIzP2BQGKQ2YD9qN864JPTWaYUgjUFRImovw+yNmvtYL30svfYYPetXLxP+8gcHJlRuLIDIIAc+CUEjIgzRXIh0B6FgoQGRZc6AioJwphghKUMZ5Kpp0laVA30gUKnxMltU03PNCmaTbOatL/SXd84bTbFzcNuutZrFimRyTE3JGHHJJWuSGtEmHcDIlT+SZvFiv1pv1bn38nJas4ueILMH6+gaPFaPV</latexit>

n

<latexit sha1_base64="WmUeyGy+o3Ww9i7I3IRcqTm8m8I=">AAACH3icbVDLTsJAFJ3iC/EFunQzkZi4Iq3B6JLEjUtI5JFAQ6bDBSdMp83MrYY0/QK3+gF+jTvjlr+xrV0IeFYn59ybc3K8UAqDtr20SlvbO7t75f3KweHR8Um1dtozQaQ5dHkgAz3wmAEpFHRRoIRBqIH5noS+N7/P/P4zaCMC9YiLEFyfzZSYCs4wlTpqXK3bDTsH3SROQeqkQHtcs8qjScAjHxRyyYwZOnaIbsw0Ci4hqYwiAyHjczaDYUoV88G4cd40oZeRYRjQEDQVkuYi/P2ImW/MwvfSS5/hk1n3MvE/bxjh9M6NhQojBMWzIBQS8iDDtUgnADoRGhBZ1hyoUJQzzRBBC8o4T8Uo3WQl0I8kCh28JKtqGu55gUzS7Zz1pTZJ77rhNBs3nWa91SxWLJNzckGuiENuSYs8kDbpEk6AvJI38m59WJ/Wl/X9e1qyip8zsgJr+QM+NqMq</latexit>

Leader

<latexit sha1_base64="l3J+frUYZDkXFyob1q3hAzBRzbk=">AAACKnicbVDLTgJBEJz1ifgCPXqZSEw8kV2C0SOJFw8eMJFHAhvSOzQ4YfaRmV4N2exveNUP8Gu8Ea9+iLvIQcA6Vaq6U5XyIiUN2fbM2tjc2t7ZLewV9w8Oj45L5ZO2CWMtsCVCFequBwaVDLBFkhR2I43gewo73uQ29zvPqI0Mg0eaRuj6MA7kSAqgTOonfSP4PcIQdTooVeyqPQdfJ86CVNgCzUHZKvSHoYh9DEgoMKbn2BG5CWiSQmFa7McGIxATGGMvowH4aNxkXjrlF7EBCnmEmkvF5yL+/UjAN2bqe9mlD/RkVr1c/M/rxTS6cRMZRDFhIPIgkgrnQUZoma2BfCg1EkHeHLkMuAANRKglByEyMc7mWQr0Y0VShy/pspqFe16o8u2c1aXWSbtWderVq4dapVFfrFhgZ+ycXTKHXbMGu2NN1mKCReyVvbF368P6tGbW1+/phrX4OWVLsL5/ACI4p78=</latexit>

Avanguard

<latexit sha1_base64="8Cya1h2Pbqo9vMT5qGNGGGUmgmM=">AAACL3icbVDLSgNBEJz1Gd+JHr0MBsFT2BVFjxEvHiOYREhC6J104pDZ2WWmRwlLvsSrfoBfI17Eq3/hbtyDUetUVHVTRYWJkpZ8/81bWFxaXlktra1vbG5t75Qruy0bOyOwKWIVm9sQLCqpsUmSFN4mBiEKFbbD8WXut+/RWBnrG5ok2ItgpOVQCqBM6pd30q4V/OIe9MiBGUz75apf82fgf0lQkCor0OhXvFJ3EAsXoSahwNpO4CfUS8GQFAqn611nMQExhhF2MqohQttLZ82n/NBZoJgnaLhUfCbiz48UImsnUZhdRkB39reXi/95HUfD814qdeIItciDSCqcBVlhZDYJ8oE0SAR5c+RScwEGiNBIDkJkoss2mguMnCJp4ofpvJqFh2Gs8u2C30v9Ja3jWnBSO70+rtZPihVLbJ8dsCMWsDNWZ1eswZpMMMce2RN79l68V+/d+/g+XfCKnz02B+/zC14QqVo=</latexit>

p
n

<latexit sha1_base64="/oDKirEIRgzNHQYiLokNpmy1pKg=">AAACJnicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcsK9gFtKJPpbR06mcSZG6WE/IRb/QC/xp2IOz/FJGZhW8/qcM69nMPxQikM2vaXVVpb39jcKm9Xdnb39g+qtcOuCSLNocMDGei+xwxIoaCDAiX0Qw3M9yT0vNl15vceQRsRqDuch+D6bKrERHCGqdQfmgeNsUpG1brdsHPQVeIUpE4KtEc1qzwcBzzyQSGXzJiBY4foxkyj4BKSyjAyEDI+Y1MYpFQxH4wb54UTehoZhgENQVMhaS7C34+Y+cbMfS+99Bnem2UvE//zBhFOrtxYqDBCUDwLQiEhDzJci3QJoGOhAZFlzYEKRTnTDBG0oIzzVIzSaRYC/Uii0MFTsqim4Z4XyGw7Z3mpVdI9bzjNxsVts95qFiuWyTE5IWfEIZekRW5Im3QIJ5I8kxfyar1Z79aH9fl7WrKKnyOyAOv7B7NUpo4=</latexit>

Marked node

<latexit sha1_base64="fSY2dA7Dk3P6e1vIABJVEi7VK0o=">AAACMnicbVDLSgNBEJz1GeMriUcvg0HwFHZF0WPAixchgnlAEkLvpNUhszPLTK8PlvyKV/0Af0Zv4tWPcDfmYIx1Kqq6qaLCWElHvv/mLSwuLa+sFtaK6xubW9ulcqXlTGIFNoVRxnZCcKikxiZJUtiJLUIUKmyHo7Pcb9+hddLoK3qMsR/BjZbXUgBl0qBU6RE+UHoBdoRDrs0Qx4NS1a/5E/B5EkxJlU3RGJS9Qm9oRBKhJqHAuW7gx9RPwZIUCsfFXuIwBjGCG+xmVEOErp9Oyo/5fuKADI/Rcqn4RMTfHylEzj1GYXYZAd26v14u/ud1E7o+7adSxwmhFnkQSYWTICeszFZBPpQWiSBvjlxqLsACEVrJQYhMTLKZZgKjRJG05n48q2bhYWhUvl3wd6l50jqsBUe148vDav1oumKB7bI9dsACdsLq7Jw1WJMJ9sCe2DN78V69d+/D+/w5XfCmPztsBt7XNynTqsg=</latexit>

Unmarked node

<latexit sha1_base64="GhaEnOXsPlnEKZq9/3wKZvxDIa8=">AAACNHicbVDLSgNBEJz1GeMrPm5eBoPgKexKRI+CF48KRoUkhN5JR4fMY5npVeOSf/GqH+C/CN7Eq9/gbszBqHUqqrqpouJESU9h+BpMTc/Mzs2XFsqLS8srq5W19QtvUyewIayy7ioGj0oabJAkhVeJQ9Cxwsu4f1z4l7fovLTmnAYJtjVcG9mTAiiXOpXNFuE9ZQ2jwfWxy43t4rBTqYa1cAT+l0RjUmVjnHbWglKra0Wq0ZBQ4H0zChNqZ+BICoXDciv1mIDowzU2c2pAo29no/pDvpN6IMsTdFwqPhLx50cG2vuBjvNLDXTjf3uF+J/XTKl32M6kSVJCI4ogkgpHQV44me+CvCsdEkHRHLk0XIADInSSgxC5mOZDTQTqVJF09m44qebhcWxVsV30e6m/5GKvFtVr+2d71aP6eMUS22LbbJdF7IAdsRN2yhpMsAf2yJ7Yc/ASvAXvwcf36VQw/tlgEwg+vwANjau/</latexit>

r0

<latexit sha1_base64="ZsngdPOKgvXZiLQgDyhtTWNbOi8=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06mYSZG6WEfIJb/QC/xp24E3/GJGZhW8/qcM69nMPxQikM2vaXVVpb39jcKm9Xdnb39g+qtcOuCSLNocMDGei+xwxIoaCDAiX0Qw3M9yT0vNl15vceQRsRqHuch+D6bKrERHCGqXSnR/aoWrcbdg66SpyC1EmB9qhmlYfjgEc+KOSSGTNw7BDdmGkUXEJSGUYGQsZnbAqDlCrmg3HjvGtCTyPDMKAhaCokzUX4+xEz35i576WXPsMHs+xl4n/eIMLJlRsLFUYIimdBKCTkQYZrkY4AdCw0ILKsOVChKGeaIYIWlHGeilG6ykKgH0kUOnhKFtU03PMCmaTbOctLrZLuecNpNi5um/VWs1ixTI7JCTkjDrkkLXJD2qRDOJmSZ/JCXq036936sD5/T0tW8XNEFmB9/wCIIaPR</latexit>

r1

<latexit sha1_base64="S2VJmvgffyjzKfeJvPortlM7v24=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06mYSZG6WEfIJb/QC/xp24E3/GJGZhW8/qcM69nMPxQikM2vaXVVpb39jcKm9Xdnb39g+qtcOuCSLNocMDGei+xwxIoaCDAiX0Qw3M9yT0vNl15vceQRsRqHuch+D6bKrERHCGqXSnR86oWrcbdg66SpyC1EmB9qhmlYfjgEc+KOSSGTNw7BDdmGkUXEJSGUYGQsZnbAqDlCrmg3HjvGtCTyPDMKAhaCokzUX4+xEz35i576WXPsMHs+xl4n/eIMLJlRsLFUYIimdBKCTkQYZrkY4AdCw0ILKsOVChKGeaIYIWlHGeilG6ykKgH0kUOnhKFtU03PMCmaTbOctLrZLuecNpNi5um/VWs1ixTI7JCTkjDrkkLXJD2qRDOJmSZ/JCXq036936sD5/T0tW8XNEFmB9/wCJ3KPS</latexit>

r2

<latexit sha1_base64="ZPPRW8LkRiNV2v6SretHL8oJ4As=">AAACIXicbVDLSsNAFJ34rPXV6tLNYBFclaRUdFlw47KifUAbymR6W4dOJmHmRikhn+BWP8CvcSfuxJ8xiVnY1rM6nHMv53C8UAqDtv1lra1vbG5tl3bKu3v7B4eV6lHXBJHm0OGBDHTfYwakUNBBgRL6oQbmexJ63uw683uPoI0I1D3OQ3B9NlViIjjDVLrTo8aoUrPrdg66SpyC1EiB9qhqlYbjgEc+KOSSGTNw7BDdmGkUXEJSHkYGQsZnbAqDlCrmg3HjvGtCzyLDMKAhaCokzUX4+xEz35i576WXPsMHs+xl4n/eIMLJlRsLFUYIimdBKCTkQYZrkY4AdCw0ILKsOVChKGeaIYIWlHGeilG6ykKgH0kUOnhKFtU03PMCmaTbOctLrZJuo+406xe3zVqrWaxYIifklJwTh1ySFrkhbdIhnEzJM3khr9ab9W59WJ+/p2tW8XNMFmB9/wCLl6PT</latexit>

r3

<latexit sha1_base64="plfkRtnywIkkqCd39pftApfaXZY=">AAACIXicbVDLSsNAFJ34rPXV6tLNYBFclUQruiy4cVnRPqANZTK9rUMnmTBzo5SQT3CrH+DXuBN34s+YxCxs61kdzrmXczheKIVB2/6yVlbX1jc2S1vl7Z3dvf1K9aBjVKQ5tLmSSvc8ZkCKANooUEIv1MB8T0LXm15nfvcRtBEquMdZCK7PJoEYC84wle708HxYqdl1OwddJk5BaqRAa1i1SoOR4pEPAXLJjOk7dohuzDQKLiEpDyIDIeNTNoF+SgPmg3HjvGtCTyLDUNEQNBWS5iL8/YiZb8zM99JLn+GDWfQy8T+vH+H4yo1FEEYIAc+CUEjIgwzXIh0B6EhoQGRZc6AioJxphghaUMZ5KkbpKnOBfiRRaPWUzKtpuOcpmaTbOYtLLZPOWd1p1C9uG7Vmo1ixRI7IMTklDrkkTXJDWqRNOJmQZ/JCXq036936sD5/T1es4ueQzMH6/gGNUqPU</latexit>

r4

<latexit sha1_base64="qRvDT+iPrcHQZm7vJVmS9BmcLBI=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRS0WXBjcuK9gFtKJPpbR06mYSZG6WEfIJb/QC/xp24E3/GJGZhW8/qcM69nMPxQikM2vaXVVpb39jcKm9Xdnb39g+qtcOuCSLNocMDGei+xwxIoaCDAiX0Qw3M9yT0vNl15vceQRsRqHuch+D6bKrERHCGqXSnR81RtW437Bx0lTgFqZMC7VHNKg/HAY98UMglM2bg2CG6MdMouISkMowMhIzP2BQGKVXMB+PGedeEnkaGYUBD0FRImovw9yNmvjFz30svfYYPZtnLxP+8QYSTKzcWKowQFM+CUEjIgwzXIh0B6FhoQGRZc6BCUc40QwQtKOM8FaN0lYVAP5IodPCULKppuOcFMkm3c5aXWiXd84bTbFzcNuutZrFimRyTE3JGHHJJWuSGtEmHcDIlz+SFvFpv1rv1YX3+npas4ueILMD6/gGPDaPV</latexit>

r5

<latexit sha1_base64="YRyrr0RfwiVR8d1Ku2kA+oEm6fY=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiTSosuCG5cV7QPaUCbT2zp08mDmjlJCPsGtfoBf407ciT9jErOw1bM6nHMv53C8SAqNtv1pldbWNza3ytuVnd29/YNq7bCnQ6M4dHkoQzXwmAYpAuiiQAmDSAHzPQl9b36V+f0HUFqEwR0uInB9NgvEVHCGqXSrxq1xtW437Bz0L3EKUicFOuOaVR5NQm58CJBLpvXQsSN0Y6ZQcAlJZWQ0RIzP2QyGKQ2YD9qN864JPTWaYUgjUFRImovw+yNmvtYL30svfYb3etXLxP+8ocHppRuLIDIIAc+CUEjIgzRXIh0B6EQoQGRZc6AioJwphghKUMZ5Kpp0laVA30gUKnxMltU03PNCmaTbOatL/SW984bTbLRumvV2s1ixTI7JCTkjDrkgbXJNOqRLOJmRJ/JMXqxX6816tz5+TktW8XNElmB9fQOQyKPW</latexit>

r6

<latexit sha1_base64="VAPu2X5VA3kv+SV7mA80ZzU6w4c=">AAACIXicbVC5TsNAFFyHK4QrgZJmRYREFdkoHGUkGsogyCElVrTevIRV1od2n0GR5U+ghQ/ga+gQHeJnWBsXJDDVaOY9zWi8SAqNtv1plVZW19Y3ypuVre2d3b1qbb+rw1hx6PBQhqrvMQ1SBNBBgRL6kQLmexJ63uwq83sPoLQIgzucR+D6bBqIieAMjXSrRuejat1u2DnoX+IUpE4KtEc1qzwchzz2IUAumdYDx47QTZhCwSWklWGsIWJ8xqYwMDRgPmg3ybum9DjWDEMagaJC0lyE3x8J87We+5659Bne62UvE//zBjFOLt1EBFGMEPAsCIWEPEhzJcwIQMdCASLLmgMVAeVMMURQgjLOjRibVRYC/ViiUOFjuqiacM8LZWq2c5aX+ku6pw2n2Ti7adZbzWLFMjkkR+SEOOSCtMg1aZMO4WRKnsgzebFerTfr3fr4OS1Zxc8BWYD19Q2Sg6PX</latexit>

r7

<latexit sha1_base64="FaJM68W8cPvSylGJOxTj5sin1vk=">AAACIXicbVDLSsNAFJ3UV62vVpduBovgqiRSqcuCG5cV7QPaUCbT2zp08mDmjlJCPsGtfoBf407ciT9jErOw1bM6nHMv53C8SAqNtv1pldbWNza3ytuVnd29/YNq7bCnQ6M4dHkoQzXwmAYpAuiiQAmDSAHzPQl9b36V+f0HUFqEwR0uInB9NgvEVHCGqXSrxq1xtW437Bz0L3EKUicFOuOaVR5NQm58CJBLpvXQsSN0Y6ZQcAlJZWQ0RIzP2QyGKQ2YD9qN864JPTWaYUgjUFRImovw+yNmvtYL30svfYb3etXLxP+8ocHppRuLIDIIAc+CUEjIgzRXIh0B6EQoQGRZc6AioJwphghKUMZ5Kpp0laVA30gUKnxMltU03PNCmaTbOatL/SW984bTbFzcNOvtZrFimRyTE3JGHNIibXJNOqRLOJmRJ/JMXqxX6816tz5+TktW8XNElmB9fQOUPqPY</latexit>

Retroguard

<latexit sha1_base64="dFD4dx58n3gH38dflmRGgfTILJI=">AAACMHicbVDLSgNBEJz1Gd+JHr0MBsFT2A2KHgNePEYxD0hC6J20ccjszjLTEwlL/sSrfoBfoyfx6le4G3Mwap2Kqm6qqDBR0pLvv3lLyyura+uFjc2t7Z3dvWJpv2m1MwIbQitt2iFYVDLGBklS2E4MQhQqbIWjy9xvjdFYqeNbmiTYi2AYyzspgDKpXyymXSv4DZLRQwdmMO0Xy37Fn4H/JcGclNkc9X7JK3QHWrgIYxIKrO0EfkK9FAxJoXC62XUWExAjGGInozFEaHvprPqUHzsLpHmChkvFZyL+/EghsnYShdllBHRvf3u5+J/XcXR30UtlnDjCWORBJBXOgqwwMtsE+UAaJIK8OXIZcwEGiNBIDkJkostGWgiMnCJp9MN0Uc3Cw1CrfLvg91J/SbNaCU4rZ9fVcu10vmKBHbIjdsICds5q7IrVWYMJNmaP7Ik9ey/eq/fufXyfLnnznwO2AO/zC3IJqeo=</latexit>

Bh

<latexit sha1_base64="jI+Lg/BuaBiUHmDeU6Ft3xoeOwg=">AAACJnicbVDLSsNAFJ34rPXV6tLNYBFclaQI6q7oxmUF+4A2lMn0th06k4SZG6WE/IRb/QC/xp2IOz/FJGZhW8/qcM69nMPxQikM2vaXtba+sbm1Xdop7+7tHxxWqkcdE0SaQ5sHMtA9jxmQwoc2CpTQCzUw5UnoerPbzO8+gjYi8B9wHoKr2MQXY8EZplIvHhhOb6bJsFKz63YOukqcgtRIgdawapUGo4BHCnzkkhnTd+wQ3ZhpFFxCUh5EBkLGZ2wC/ZT6TIFx47xwQs8iwzCgIWgqJM1F+PsRM2XMXHnppWI4NcteJv7n9SMcX7mx8MMIwedZEAoJeZDhWqRLAB0JDYgsaw5U+JQzzRBBC8o4T8UonWYhUEUShQ6ekkU1Dfe8QGbbOctLrZJOo+5c1K/vG7WmXaxYIifklJwTh1ySJrkjLdImnEjyTF7Iq/VmvVsf1ufv6ZpV/ByTBVjfP6papfQ=</latexit>

(b) Example of a run where the termination is due to Avanguard. Until round r3 the execution is as the one in
Figure 4a. At round r4 the Leader is blocked. At the same round Avanguard goes back and it does not find
the Leader, thus it understands that the leader is looking for the node marked by Retroguard. At this point
Avanguard goes counter-clockwise until it meets the Leader, and it learns the sector that Retroguard was
exploring. Once this is done, Avanguard starts exploring the dangerous sector in the clockwise direction: at
round r5 it explores the first node of such sector and goes back to Leader. At round r6 it explores the second
node entering in Bh. At round r7 the Leader detects the failure to report by Avanguard and terminates.

Figure 4: Example executions of Algorithm CautiousDoubleOscillation.
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report); the dangerous sector’s position can be computed using #Meets[Retroguard]: in fact, its posi-
tion is #Meets[Retroguard]

√
n nodes away, according to the counter-clockwise direction from v0. When

a new node in the dangerous sector has been explored, Avanguard moves counter-clockwise until it
meets Leader. Thanks to this mechanism, Leader always knows the precise location of the next node
Avanguard is just about to explore (refer to the example in Figure 4b).

Algorithm 4 Algorithm CautiousDoubleOscillation for Retroguard

1: States: {Init, Bounce, Return}.
2: In state Init:
3: CautiousExplore(left | Enodes ≥ √n: Return)
4: In state Return:
5: Explore(right | sees[Leader ]: Bounce)
6: In state Bounce:
7: steps ← Enodes+

√
n

8: CautiousExplore(left | Enodes ≥ steps: Return)
9:

Algorithm 5 Algorithm CautiousDoubleOscillation for Avanguard

1: States: {Init, NewNode, Return, Move, SearchLeader, Detection1, Return1, Detection2.}
2: In state Init, NewNode:
3: Explore(right | ¬sees[Leader]:SearchLeader; Enodes > 0: Return)
4: In state Return:
5: Explore(left | Enodes > 0: Move)
6: In state Move:
7: Explore(right | ¬sees[Leader]:SearchLeader; Enodes > 0: NewNode)
8: In state SearchLeader:
9: Explore(left | meeting[Leader]: Detection1)

10: In state Detection1:
11: Communicate with the Leader to compute nextTarget that is the distance to first unexplored

node in the dangerous sector from clockwise direction.
12: Explore(right | Enodes ≥ nextTarget: Return1)
13: In state Return1:
14: Explore(left | meeting [Leader ]: Detection2)
15: In state Detection2:
16: nextTarget ← Enodes+ 1
17: Explore(right | Enodes ≥ nextTarget: Return1)
18:

Correctness.

Definition 2. A sector is a sequence of
√
n nodes that Retroguard explores in state Bounce. The

sequence of sectors that Retroguard explores is denoted by S0, S1, . . ., where Si, i ≥ 0, is the i-th
sector explored by Retroguard.

Lemma 12. If Leader enters in state Detection at round r, then Retroguard reached the black hole
in a round rx < r.

Proof. The proof is by contradiction. Suppose the Leader enters in state Detection at round r, while
Retroguard is still alive. It follows that at round r the predicate FailedReport[Retroguard] is verified
by Leader. Let rlast be the last round, before r, in which Retroguard and Leader met; thus,
RLastMet[Retroguard] = r− rlast > 7((#Meets[Retroguard] + 1)

√
n+Tnodes). Where Tnodes is the

value of the corresponding variable stored by Leader at round r.
Let T be the interval between rlast and r, that is T = [rlast, r − 1]. We now prove the fact (1): in

interval T the leader has done less than |T |7 steps clockwise. Suppose the contrary, for each step clockwise
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Algorithm 6 Algorithm CautiousDoubleOscillation for Leader

1: Variables: RLastMet[X] = number of round since the last meeting of Leader and agent X.
2: Predicates Shorthands:
3: FailedReport[Avanguard] = Etime > EMtime[C].
4: FailedReport[Retroguard] = RLastMet[Retroguard] > 7((#Meets[Retroguard]+1)

√
n+Tnodes).

5: FailedReportD = RLastMet[Avanguard] > 3n.

6: States: {Init, Cautious, Move, Detection, TerminateA, TerminateR, TerminateAD }
7: In state Init, Cautious:
8: Explore(nil | meeting[Avanguard]: Move; FailedReport[Avanguard]: TerminateA;
FailedReport[Retroguard]: Detection )

9: In state Move:
10: Explore(right | Enodes > 0: Cautios; FailedReport[Retroguard]: Detection)
11: In state Detection:
12: #Meets[Avanguard]← 0
13: D ← number of nodes explored in the dangerous sector by Avanguard
14: Explore(left | marked: TerminateR; FailedReportD: TerminateAD )
15: In state TerminateA:
16: Terminate, Bh is in the next node in clockwise direction.
17: In state TerminateR:
18: Terminate, Bh is in the next node in counter-clockwise direction.
19: In state TerminateAD:
20: Terminate, Bh is the last node Avanguard was exploring. This is computed us-

ing #Meets[Avanguard] and #Meets[Retroguard]. Specifically, Bh is the node that is
(#Meets[Avanguard] + D) nodes way from the clockwise end of the dangeours sector, where D
is the number of nodes Avanguard explored in the dangerous sector during the simulation of the
cautious walk.

21:

of the leader the quantity 7((#Meets[Retroguard] + 1)
√
n + Tnodes) increases of 7 units, this implies

that after |T |7 steps the quantity would be greater or equal than |T |, that is in contradiction with the
triggering of FailedReport[Retroguard] = |T | > 7((#Meets[Retroguard] + 1)

√
n+ Tnodes).

Now we will show that fact (1) is in contradiction with the hypothesis that Retroguard is alive at
round r. By construction, at round rlast, Retroguard starts moving counter-clockwise until it explores
all nodes in sector S#Meets[Retroguard]. If Retroguard is not blocked by a missing edge, it will complete
this exploration in at most 3(#Meets[Retroguard] + 1)

√
n+ 3Tnodes rounds; then, Retroguard will

move clockwise toward Leader, reaching it in at most (#Meets[Retroguard]+1)
√
n+Tnodes) rounds.

The overall sum of the above rounds is 4((#Meets[Retroguard] + 1)
√
n + Tnodes), that is clearly less

than |T |.
Therefore, the only possible scenario left to analyze is when Retroguard has been blocked during

its movement (by hypothesis, Retroguard cannot reach the black hole before round r). The number of
rounds in which Retroguard has been blocked during interval T is at least 3(#Meets[Retroguard] +
1)
√
n+Tnodes): if Retroguard moves for 4((#Meets[Retroguard]+1)

√
n+Tnodes) rounds, it meets

the leader in interval T preventing FailedReport[Retroguard] to trigger.
However, for every three rounds in which Retroguard is blocked the Leader moves one step.

Therefore, in T the leader did (at least) (#Meets[Retroguard] + 1)
√
n + Tnodes) steps clockwise, this

quantity is precisely |T |7 and it is in contradiction with fact (1).
From the above we have that Retroguard cannot be alive at round r, and this prove our claim.

Lemma 13. The Leader does not enter the black hole.

Proof. By Lemma 12, if Leader goes into the Detection state, then Retroguard reached Bh; also,
Retroguard marked with a pebble the last safe visited node. Thus, Leader will find the marked node
and terminate before entering Bh (predicate marked in state Detection). If Leader does not go in state
Detection, then it moves clockwise simulating a cautious walk with Avanguard. Since Leader waits
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for Avanguard to return before visiting a new node, it follows that Leader will never enter the black
hole.

Lemma 14. Let r be the first round in which one among Avanguard or Retroguard enters the black
hole. We have r = O(n1.5).

Proof. First note that, as long as Retroguard does not reach the black hole, the set of nodes that
are visited by Retroguard and Avanguard are disjoint (not considering the black hole Bh): in
fact, Avanguard switches direction of movement only when Leader goes in state Detection; however,
by Lemma 12, this transitions cannot occur as long as Retroguard does not reach the black hole.
Therefore, since at most one edge at the time might be missing, it follows that at most one among
Retroguard and Avanguard may be blocked at each round.

If Retroguard is not blocked, it first explores sector S0 of
√
n nodes, then it goes back to Leader

(that is at most n hops away), then it explores the new sector S1 of
√
n, and so on. Therefore, its

exploration costs a number of rounds that is upper bounded by:

√
n∑

i=0

3(i
√
n+ n).

By immediate algebraic manipulation, we have that 3
∑√n

i=0(i
√
n+ n) ≤ 6n

√
n.

Now we observer that if Avanguard is free to move for 3n rounds, then it explores n nodes. Thus,
if Avanguard is not blocked for at least 3n rounds over an interval of 12n

√
n rounds, it will necessary

reach the black hole Bh. However, if Avanguard is blocked for 3n rounds, then Retroguard is
free to move for 12n

√
n − 3n ≥ 6n

√
n rounds, and it reaches Bh. From the above in the first 12n

√
n

Retroguard or Avanguard reaches the black hole, and thus the lemma follows.

Lemma 15. Let r be the first round when an agent enters the black hole; then, Leader terminates by
round rt = r +O(n1.5).

Proof. Let r be the first round when someone enters in the black hole, note that by Lemma 13 we
can exclude that is the Leader to enter in the black hole. Therefore, at round r Avanguard or
Retroguard reached the black hole.

We will now show that Leader terminates by round r′ = r +O(n1.5). We distinguish two cases:

• Avanguard reaches the black hole Bh at round r. By construction, at round r Leader is at node v
neighbour of Bh; let e be the edge between v and Bh. Leader waits on v until either: (1) the edge e
is not missing, or (2) Retroguard fails to report. In case (1), predicate FailedReport[Avanguard]
is verified by Leader, hence Leader terminates.

If (1) does not apply, we first show then there is a round rf > r in which Leader detects that
Retroguard has failed to report, with rf ∈ O(n · √n). Since e is missing, Retroguard cannot
be blocked; hence, it reaches Bh by round r+ 6 · n · √n (refer to the argument for the bound on r
used in Lemma 14). Also, Retroguard marks the node before the black hole with a pebble.

By predicate FailedReport[Retroguard], Leader detects this event (Retroguard in Bh) by
round rf = r + 6 · n · √n + 7((#Meets[Retroguard] + 1)

√
n + Tnodes). We argue that rf =

r+ 6 ·n ·√n+ 7((#Meets[Retroguard] + 1)
√
n+Tnodes) is O(n ·√n): we have that Tnodes ≤ n,

otherwise the Leader would have entered the black hole that is impossible, see Lemma 13); and
#Meets[Retroguard] ≤ n, each times Retroguard meets the leader it explores

√
n nodes thus

Retroguard would enter in the black hole after at most
√
n meetings.

At round rf , Leader changes state, it reverts direction of movement, and starts moving towards
the node that Retroguard marked. If Leader does not reach the marked node within 3n
rounds, then Avanguard fails to report to Leader (by predicate FailedReportD), and Leader
terminates. Otherwise, if Leader reaches the marked node, it terminates as well. In both cases,
the leader within O(n1.5) rounds, and the lemma follows.

• Retroguard reaches the black hole at round r, while exploring sector SJ . By construction,
Retroguard marks the node v before Bh with a pebble; also, J = #Meets[Retroguard].
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Consider now round r′ = r + 7((#Meets[Retroguard] + 1)
√
n + Tnodes: if the Leader does

not terminate by round r′, then it detects that Retroguard failed to report (by predicate
FailedReport[Retroguard]).

Since #Meets[Retroguard] ≤ n and Tnodes ≤ n, it follows that r′ = O(n · √n). At round r′

Leader goes into Detection state, and it switches direction of movement. Now, if Avanguard
reaches Bh by round r′, then the proof is similar to the previous case. Otherwise, if Leader is
never blocked by a missing edge, it reaches v at most n rounds after switching direction, it hence
terminates, and the lemma follows again.

Thus, let us consider the case when Leader is blocked by a missing edge before n rounds after r′.
We assume that Avanguard does not enter in the black hole by round r′, otherwise the proof is
equal to previous case.

While the Leader is blocked, Avanguard has enough time to trigger the predicate ¬sees[Leader],
and to go SearchLeader state; in this state, Avanguard moves toward the Leader. When Avan-
guard and Leader meet, Avanguard uses the value of #Meets[Retroguard] to identity the node
of sector S#Meets[Retroguard] that has to be explored (this is done by updating variable nextTarget).
At this point Avanguard, in state Detection1, moves until it explores, from clockwise direction,
the first node in the dangerous sector. If such node is not the black hole Avanguard switches to
state Return1, it goes back to Leader, and upon meeting it goest to Detection2 updating its target
node in the dangerous sector. This oscillation between states Return1 and Detection2 is iterated
until Avanguard enters in the black hole.

We claim that, if Avanguard is not blocked, then Avanguard enters in the black hole in at most
2n
√
n rounds: in state Detection2 Avanguard explores a new node in S#Meets[Retroguard], then

it switches to state Return1 and meets the Leader; this process lasts at most 2n rounds. Since
S#Meets[Retroguard] contains

√
n rounds the claim follows. Once Avanguard entered in the black

hole, the Leader will terminate after additional 3n rounds (see predicate FailedReportD).

Lemma 16. If the Leader terminates, it can correctly locate the position of the black hole.

Proof. The proof proceeds by case analysis on the terminating conditions of Algorithm 6.

• Leader terminates in state TerminateA. This case occurs when FailedReport[Avanguard] is trig-
gered and Leader is in state either Init or Cautious. In both states, Leader is waiting for Avan-
guard to return; also, FailedReport[Avanguard] triggers if the clockwise edge e is present for
two rounds (not necessarily consecutive), and meeting[Avanguard] has not been verified. The first
round Avanguard moves to a neighbor node using e, and it goes to Return state. Thus, as soon as
edge e appears again the second time, an alive Avanguard would get back to the node where the
Leader is, preventing the triggering of FailedReport[Avanguard]. Therefore, the only possibility
left, is for Avanguard to be lost in the black hole. Hence, the Leader correctly terminates and
correctly detects the position of Bh.

• Leader terminates in state TerminateR. First, Leader can go in the TerminateR state only from
state Detection. By Lemma 12, Leader goes in the Detection state only after Retroguard
reaches the black hole. By construction, when Retroguard reaches the black hole, it leaves a
pebble in the clockwise neighbour of Bh (Retroguard performs a cautious exploration in both
states Init and Bounce); also, Retroguard is the only agent that leaves a pebble. Therefore, when
Leader finds a marked node, it necessarily is the node marked by Retroguard. Hence, Bh is
the counter-clockwise neighbour of the marked node, and thus Leader terminates correctly.

• Leader terminates in state TerminateAD. First, this state is reachable only from the Detection
state; also, by Lemma 12, Leader goes in the Detection state only after Retroguard reaches
the black hole. Let r be the round when the Leader goes to the Detection state. Note that the
Leader resets variable #Meets[Avanguard] to 0.

If Leader reaches the node marked with a pebble by Retroguard, then it would terminate in
state TerminateR. (see previous case). Therefore, let us assume that Leader never reaches the
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node marked by Retroguard; that is, Leader is blocked by a missing edge starting from round
rb = r + δ on, with δ < n.

First, we will show that FailedReportD cannot trigger as long as Avanguard is alive. If Avan-
guard is alive at round rb (i.e., it did not reach Bh), it follows that Avanguard cannot be blocked
from round rb on; hence, at most by round rb + 2, it goes to the searchLeader state. Now, in at
most n rounds, Avanguard meets Leader, it computes the position of the dangerous sector,
and it starts oscillating with a period of 2n rounds. Therefore, predicate FailedReportD cannot
trigger as long as Avanguard is alive, and when Avanguard enters in the black hole after round
rb the Leader knows the position of Bh (Recall that, Leader is always aware of the node that
Avanguard is exploring in the dangerous sector, by accessing the value of #Meets[Avanguard]).

Let us now consider the case when Avanguard is not alive at round rb: this case occurs only if
Avanguard reaches Bh, and Bh is the clockwise neighbour of the node where Leader is when
it goes to the Detection state. By construction of the algorithm before round r + 1, Avanguard
and Leader do not occupy the same node only when Avanguard explores a new node (state
Return). Hence, since Avanguard is not alive, predicate FailedReportD triggers at round r+ 3n,
and #Meets[Avanguard] = 0. Thus, Leader correctly locate the position of the black hole: it is
in the clockwise neighbour of the node visited by the Leader at round r (that is the node where
the Leader switches to Detection state).

Therefore, in all cases, the lemma follows.

Theorem 17. Consider a dynamic ring R with three colocated agents in the Pebble model. Algorithm
CautiousDoubleOscillation solves the Bhs with O(n1.5) moves and O(n1.5) rounds.

Proof. By Lemmas 14 and 13, it follows that in at most O(n1.5) rounds, either Retroguard, or Avan-
guard, or both, reach the black hole. At this time, by Lemma 15, Leader terminates in O(n1.5) rounds;
also, by Lemma 16, Leader correctly identifies the position of the black hole, thus solving Bhs. It is
also clear that agents in state Avanguard and Retroguard cannot terminate by algorithm design,
they have no terminating state in their algorithms. Thus, they cannot terminate incorrectly.

Finally the bound on the number of moves derives directly from the bound on the number of rounds
needed to terminate, and from the fact that the number of agents is constant.

We can conclude that:

Theorem 18. Algorithm CautiousDoubleOscillation is size-optimal with optimal cost and time.
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